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PURPOSE OF MEETING

The Chronic Care Workgroup (CC WG) met to discuss transitioning to the broad charge and the implementation of recommendations related to the Workgroup’s specific charge. 

KEY TOPICS
1. Secure Messaging

Recommendation 1.0: The U.S. Department of Health and Human Services (HHS) should develop and regularly update the evidence base for informed reimbursement policies with respect to secure messaging between clinicians and their patients. This should include monitoring and reporting the effect of secure messaging on cost, quality 
of care, patient and caregiver satisfaction, and medicolegal issues.

Dr. Bell reported that Justine Hendelman of the Blue Cross and Blue Shield Association had agreed to survey its members on their policies and experience relating to secure messaging. Some American Health Insurance Plans members were surveyed as well. Due to the low survey response rate, however, no conclusions could be made at this time. Community staff is pursuing the collection of information from the three major secure messaging vendors and other insurance plans. Findings will be reported at the July meeting.
Recommendation 1.1: Public and private payers (including CMS) should contribute to the evidence for and information base of reimbursement strategies through direct reimbursement, pilot or demonstration studies, or coverage analysis for Internet-based patient/clinician encounters in accordance with guidelines developed by the American Medical Informatics Association, the American Medical Association, and the Massachusetts Health Data Consortium for structured secure messaging. These should include, but not be limited to, encounters that qualify under CPT code 074T.
A lengthy discussion ensued (to be continued at the July meeting) regarding the opportunity for the Workgroup to frame the scope of the recommended studies. CC WG members considered the critical questions that should be addressed in framing a demonstration project(s). These included:

· What type of evaluative criteria have companies such as Aetna, the Blues, and Cigna considered in deciding whether to reimburse for secure messaging?

· Do the on-going demonstrations of the improvement of chronic care contain information on secure messaging as a component of bundled services?

· How can input from public and private payers be obtained? 

· What/who should be the focus – population, high-use providers, providers with a caseload exclusively of chronic disease patients, patients diagnosed with more than one chronic disease, geographical diversity?

· Is the focus on clinician-to-patient communication or clinician-to-clinician communication about a patient?

Members recalled that similar discussions had been held throughout the life of the CC WG. They agreed that staff will revisit meeting summaries and other materials in order to delineate a list of issues for further consideration. CC WG members suggested specific publications and individuals to contact for research findings. There appeared to be some initial agreement to focus on clinicians treating patients with chronic disease, or possibly multiple diseases, because this component of health services accounts for the great majority of costs. Quality issues have considerable bearing on this group as well. 

Staff Action Item #1: Review past CC WG discussions and published research with the aim of synthesizing these materials for discussion at the July meeting.

2. State Licensure Reciprocity

Recommendation 2.0: HHS should convene the appropriate State agencies and professional societies to develop and adopt new licensing alternatives. These new alternatives should address the need to provide electronic care delivery across State boundaries while at the same time ensuring compatibility with individual State requirements.

The secretary is expected to participate in the next National Governor’s Association (NGA) meeting. Community staff is making a list of issues for the secretary to discuss at the meeting. State licensure reciprocity is on the list due to its importance in planning for responses to disasters and pandemics as well as secure messaging. There was a brief discussion about the need for CC WG members to advocate that this issue be given priority by informing NGA staff, alerting key leaders, and reminding the secretary of a proposal he made during his tenure as NGA president.  It was noted that the NGA president, Arizona Governor Napolitano, would be familiar with reciprocal licensure agreements in the four corners region. 

3. Patient-clinician secure messaging

Recommendation 3.0: ONC should direct the Health Information Technology 
Standards Panel (HITSP) to define standards for secure patient-clinician messaging transactions so that they may be interoperable with electronic health records.    

Recommendation 3.1: ONC should direct the Certification Commission on 
Health Information Technology to establish certification criteria for system interoperability with patient-clinician secure messaging.

Dr. Bell reported that these recommendations were submitted to HITSP. 

4. Formation of a Subgroup of the Consumer Empowerment Workgroup  

Recommendation 4.0: A Federal Advisory Committee Act-compliant, consumer empowerment subgroup comprised of privacy and security experts from all Community Breakthrough Workgroups should report a set of recommendations to the Community by September 30, 2006. The recommendations should apply to each Workgroup’s specific charge and should outline:

· Methods of patient identification
· Methods for authentication
· Mechanisms to ensure data integrity
· Methods for controlling access to personal health information
· Policies for breaches of personal health information confidentiality
· Guidelines and processes to determine appropriate secondary uses of data

· A scope of work for a long-term independent advisory body on privacy and security policies.
This recommendation was accepted by the Community. A subgroup of the Empowerment Workgroup is being formed. To date, no appointments have been made. The group must be FACA compliant. The group will be charged to consider all recommendations on privacy and security; these recommendations are the same across all workgroups.

5. Review of June AHIC presentations

According to the Workgroup Roadmap and Timetable submitted by Community staff (see materials distributed in advance of the meeting), the task for the June 28 meeting was to: Develop a work plan that lays out the critical components of the broad charge and a process to address them by December 2006. Dr. Bell restated the broad charge: 

Make recommendations to the Community to deploy widely available, secure technology solutions for remote monitoring and assessment of patients and for communication between clinicians about patients. 

The CC WG had a lengthy discussion of what the broad charge entailed, compared to the specific charge, which calls for the CC WG to:
Make recommendations to the Community so that within one year, widespread use of secure messaging, as appropriate, is fostered as a means of communication between clinicians and patients about care delivery.

CC WG members discussed whether it was most appropriate to move on to the broad charge or to focus on the specific charges and recommendations sent forward in May. Dr. Bell reiterated that the Workgroup’s role was to make recommendations to the Community, which in turn makes recommendations to the Secretary. It is then the responsibility of HHS to decide which recommendations to implement.
Dr. Bell went on to confirm that the primary focus of the Workgroup is the individual: the Workgroup should focus on the care received by individuals, not population-based health status. Several members had different views, one pointing out that we do not necessarily know what good care is. One value of the electronic health records is to collect data that can be analyzed in order to answer questions about effective care and to identify best practices. Another value is population health surveillance.

Dr. Bell reviewed the ONC DRAFT Goals/ Strategies/ Objectives document with the group, explaining that the purpose of the draft is to initiate discussion on strategies to achieve the broad charge. The major difference between the two charges appears to be the broad charge’s focus on information technology to support remote monitoring and remote care, in contrast to the specific charge’s primary focus on secure messaging. Several members expressed reservations about moving to the broad charge. 

Dr. Bell described the four goals delineated in the draft document and how each was related to the four workgroups. The goals are to:

· Inform health care professions;

· Interconnect health care;

· Personalize health management; and 

· Improve population health.
It was suggested that consideration be given to factors that promote the adoption of these information technologies in addition to those of reimbursement and “value,” which have been discussed extensively by the group. Members pointed out the extensive body of evidence on the translation of research findings to practice and the transfer of technology. The CC WG discussed the issue of patient and consumer readiness. One CC WG member mentioned the need for an information campaign to promote technology adoption.

Several members then reviewed the past work of the group, which emphasized that based on a business model, reimbursement was expected to be the primary factor in technology adoption. Using the example of banks and ATMs, it was pointed out once the fundamental technology and infrastructure was in place, the value and convenience over a period of time to the end user resulted in adoption and widespread use. It was pointed out that the issue for third-party payers is whether technology adoption will increase costs without improving quality of care and outcomes.

Dr. Bell asked if, as a way of bridging the gap from the specific to the broad charge, the CC WG should first address the barriers to the achievement of the specific recommendations. Moving from secure messaging to remote monitoring may be a considerable step, but both are part of a continuum of information. Both require secure communications. Patient acceptance may vary, for example: how do patients value devices that transmit information directly, without very much effort on their part, compared to communication through secure messaging that requires them to be much more actively involved.  

Dr. Bell suggested that an environmental scan or a meta analysis might be useful as a way of presenting information to the public in preparation for adoption.  The CC WG would review the scan, and then present the results to the Community in order to guide research recommendations. Participants had many suggestions of individuals and organizations to contact for information and research results. The CC WG agreed that staff would compile relevant information.

The information gathered by staff will be used by the CC WG at the July meeting to formulate a more focused recommendation regarding assembling an evidence base. 

Public Comment
Jim Acklund, System Health Enterprise, was recognized. He suggested that some of the difficulties of establishing standards and interfacing can be addressed by taking an enterprise level, system level approach. He asked whether it is possible in the current environment to have a splinter group or a side effort to examine the issue. 

SUMMARY OF RECOMMENDATIONS AND ACTION ITEMS

Recommendation 1.0: The U.S. Department of Health and Human Services (HHS) should develop and regularly update the evidence base for informed reimbursement policies with respect to secure messaging between clinicians and their patients. This should include monitoring and reporting the effect of secure messaging on cost, quality of care, patient and caregiver satisfaction, and medicolegal issues.

Recommendation 1.1: Public and private payers (including CMS) should contribute to the evidence for and information base on reimbursement strategies through direct reimbursement, pilot or demonstration studies, or coverage analysis for Internet-based patient/clinician encounters in accordance with guidelines developed by the American Medical Informatics Association, the American Medical Association, and the Massachusetts Health Data Consortium for structured secure messaging and include, but not be limited to, encounters that qualify under CPT code 074T.

Recommendation 2.0: HHS should convene the appropriate State agencies and professional societies to develop and adopt new licensing alternatives, which will address the ability to provide electronic care delivery across State boundaries while still ensuring compatibility with individual State requirements.

Recommendation 3.0: ONC should direct the Health Information Technology Standards Panel (HITSP) to define standards for secure patient-clinician messaging transactions so that they may be interoperable with electronic health records.    

Recommendation 3.1: ONC should direct the Certification Commission on Health Information Technology to establish certification criteria for system interoperability with patient-clinician secure messaging.

Recommendation 4.0: A Federal Advisory Committee Act-compliant, consumer empowerment subgroup comprised of privacy and security experts from all Community Breakthrough Workgroups should report a set of recommendations to the Community by September 30, 2006. The recommendations should be targeted to apply to each Workgroup’s specific charge and should outline:

· Methods of patient identification

· Methods for authentication

· Mechanisms to ensure data integrity
· Methods for controlling access to personal health information

· Policies for breaches of personal health information confidentiality

· Guidelines and processes to determine appropriate secondary uses of data

· A scope of work for a long-term independent advisory body on privacy and security policies.

Staff Action Item #1: Review past CC WG discussions and published research with the aim of synthesizing the materials for discussion at the July meeting.

Staff Action Item# 2:  Launch an environmental scan of current research and findings (seeking initial inputs from AHRQ and HRSA) on secure messaging practices shown to affect quality and cost of care, and the barriers to implementation of messaging and other new technologies. 
Staff Action Item# 3: Additional Follow Ups on Remote Patient Management Value (as part of environmental scanning)
· American Telemedicine Association, Intel (Eric Dishman team)

· Group Health Cooperative (James Ralston)
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