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>> DANA:  Hi, good afternoon.  We'd like to invite everybody to the Chronic Care workgroup, and welcome you today.  We're going to begin with taking roll, and here at the HHS building we've got Andy Mekelburg, and –

>> ANDY Mekelburg:  From Verizon.  

>> DANA:  – from Verizon, Jay Sanders from Global Home Medicine Group, and Herb Kuhn for the Centers of Medicare and Medicaid Services.  

>> DOUG SCOTT:  Doug Scott.  

>> DANA:  And Doug Scott.  

>> DOUG SCOTT:  From CMS.  

>> DANA:  From CMS.  That's who we have here.  Matt, who do you have on the line?  

>> MATT:  Additionally calling in – I don't have affiliations right in front of me, but we have Mike Krist; Jeff Rideout; Eric Larson; Paul Nichol, who is a designee representing Department of Veterans Affairs today; and that's it.  And a quick note for those of you who are calling in on the phone: Once we get going with the conference, if you do want to make a comment, you need to press star 1 on your telephone, and then we will recognize you and open your line and allow you to speak.  

>> DANA:  And from this side, again, we'd like to repeat that only the workgroup members can speak, or their designee if they're not able to be present.  And audience input will be taken at the conclusion of the meeting, and you will be allowed to open up the line so that you can give comment at that time.

And with that, I'd like to turn this over to Tony and to Craig.  

>> TONY:  Okay, thank you, Dana.  Craig, would you like to begin?  

>> CRAIG:  Yeah, let me just make a few comments which reinforces our charter and what we're trying to accomplish.  We're specifically trying to accomplish identification of barriers to our specific charge, and those barriers can be either financial, legal, communication, capability, interoperability, etc., etc. – the whole issue of secure communication between clinicians and patients, clinicians being identified broadly as caregivers of doctors, nurses, etc. and patients being identified broadly as patients for their local caregiver or their local family member, whoever might be looking after them at the local level.  

So the specific charter is really how to enhance secure communication between clinicians in the broader sense and patients in the broader sense, with regard to chronic illness and treatment of chronic illness.

We had a lot of discussion about this at our last meeting, and we went off with some specific charters and assignments to look at the issues of secure communication with the issues of various chronic illness – just look at issues of trials or implementation that already exist.  Some of those will be presented in a few moments.  

I just would like to emphasize that our charter is to try to come away with the specific road blocks or showstoppers that confront the implementation of this type of communication.  

Maybe that's enough from me, and Tony, if you have any comments...  

>> TONY:  Yeah, just to add a little bit to what you said, Craig.  What we would like to accomplish today is to identify those barriers, and also specifically looking at the short-term specific charge for the workgroup, which is to make recommendations so that within a year, the widespread use of secure messaging as appropriate is fostered as a means of communication between clinicians and patients, as you mentioned.

One of the points that I'd like to make is, not only do we have to achieve that charge and look at the barriers; we also need to focus on outcomes, and also how that would tie into the broader overall charge for the group as well.  

One thing I would like to ask Karen, because – Karen Bell, because you're speaking next, after the review of the minutes – if you would maybe walk through the rest of the agenda to kind of make it clear to everyone what we want to achieve out of each of these agenda items, particularly the Items 6, 7, and 8, I think it would be good just to kind of walk through it as an overview before we get into each of those sections so we can help focus discussion more clearly.  

>> KAREN:  I'd be happy to, Tony.  Thank you.

>> TONY:  Do we have any input on the minutes from last meeting?  

>> CRAIG:  If there's no input, I move they be approved.  

>> HERB:  Second.  

>> TONY:  Okay, the minutes are approved.  Karen?  

>> KAREN:  Thank you very much.  I will jump right in at your suggestion and give a brief overview of Items 6, 7, and 8 on the agenda.

As Craig mentioned earlier, this particular meeting will be focused on looking at a very specific charge, or possibly implementation of a specific charge, in order to truly illuminate and highlight the major barriers for widespread use.  

I think we all recognize there are pockets where multiple things are being done right now with remote and secure messaging.  However, widespread adoption is limited by a number of factors.  And so the hope is that this group will be able to identify those in sufficient detail so that ultimately, recommendations can be made how to address those barriers.  

In a few moments, I will go over some very specific criteria that we are applying to all of our workgroups or asking all of our workgroups to address, and something that's much more specific to this one.  However, before I do, the Item Number 7 really gets into what the specific charge recommendations are.  And that is not only to identify possible solutions but also to identify specific tools that may enable those solutions.  

So also – be asking to identify populations for initial piloting for initial testing.  And again, we hope that these are populations that can be involved within the course of the year, but again, they also should be populations that will highlight – illuminate the big barriers that need to be addressed.  

And then again as we move forward the hope is to identify entities that that are important and help us rule out the recommendation.  

Number 8 is very important, it's the presentation to the American Health Information Community on the 7th of March.  Prior to that, i.e., next Monday, the chairs will be asked to giving a briefing to the Secretary so that he is aware of your recommendations and the discussions of this workgroup.  

I just shared with both Tony and Craig about half an hour ago the template for that presentation.  That will be made available to everyone shortly, but it will – I will just read to you sort of the basic concepts of what it will entail.


In addition to outlining your charges and the workgroup members, there's one slide that will ask that we list the enablers to accomplish the specific charge.  And that's the slide where we will be pulling together all the information that you're giving us and your recommendations around specific tools and solutions.  

The second slide are the real recommendations to support those enablers.  What is it that needs to be done on a public, private, or individual, governmental level to really move forward with the proposed solutions and tools?  

We have two other slides.  One is for any open issues that the workgroup has not yet resolved about the specific charge, and then some next steps about what will be taken.  But I will add that, right up front on these presentations, it's very clear that this presentation is about the specific charge.  Work on moving towards the broader charge is listed in the next step on your agenda and will commence after this series of presentations through the AHIC.  Are there any questions about that at this point?  

Hearing none, I'll jump right in.  And I'd like to start with those critical criteria that I mentioned that are common to every workgroup.  They are on page 2 of your Background and Options recent paper that you have received in your packets from us, and I'd like to go over all six of them and explain a little bit more about their intent and meaning.  

The first is that your specific charge recommendations need to be feasible with respect to an implementation within a year.  This does not mean that this workgroup is responsible for the implementation and is not responsible for the fact that there may be issues that need to be addressed, but we are looking for something that could be done in a year; i.e., if it requires 2 years of developmental work in the vendor community, it may not be feasible in 1 year.  And any of that would go to the broader charge.  

The second is also very important.  While – whatever your recommendations are in accomplishing the specific charge, it also should be a facilitator.  They should be facilitating a path to deployment of the broader charge as well.  So I would like to just, again, underline that the broad charge here is to assure that there's deployment of widely available – across multiple parts of the delivery system – secure technology solutions for remote monitoring and assessment of patients.  

And as you've heard from not only me but Craig and Tony, the whole rationale behind the specific charge, in addition to bring value to the consumer, which is the next bullet, is really to illuminate those significant barriers.  It really must be resolved to achieve success across the board.  And these are policy and technical barriers, both.

We have two other requests, and there are two other critical criteria.  One is that whatever you decide leverages all stakeholders and appropriately balances expectations, responsibility, and authority does not favor one part of the market over another.  And lastly, that it is aligned with also other breakthrough activity.  And as you know, those other breakthrough activity include the biosurveillance effort – includes the availability of laboratory data being made to physicians through EHRs and the consumer empowerment group, the development of an early personal health records through use of an electronic clipboard, as we're calling it, and medication information.  

Now, are there any questions about those criteria?  

>> HERB:  Just a quick question.  If you could expand just a little bit on the fourth one, the delivery of value to the consumer – can you define that a little bit more?  I'm curious in terms of – because I know Tony, in his opening remarks, talked about achieving outcomes for the patient.  Is there – you know, because most of these people in chronic conditions are basically self-care and so coaching, all the things you would get through kind of messaging.  I'm curious at what kind of outcomes you're looking at here or any examples that you might have.

>> KAREN:  Well, I think there are multiple examples in terms of quality measures, in terms of patient satisfaction, and there are even some outcomes in terms of cross-reduction.  

But I think to the consumer, though, it would be within the purview of this workgroup to help guide how we could define that value.  

>> HERB:  So we could look at clinical improvement, for example.  Say you're dealing with a population of congestive heart failure, and we know the readmission rate is about 25 percent in the first month.  An outcome could be to try to reduce that below 10 percent, for example.  So those would be things that we would look at.  

>> KAREN:  That's absolutely correct; thank you.  

All right, I just want to confirm: can everyone on the phone hear the conversation going on here at HHS?  

>> MATT:  Dana, we can hear it, but it could be a little bit louder.  So just make sure that members of the table step up to the mic as much as they can when they're going to make a comment.  

>> KAREN:  Okay.  You can proceed.  


All right.  Thank you very much, and I'll speak up a little bit louder, too, if that's helpful.  As we move through the discussion – and we've found this to be the case in some of our other workgroups, as well – it's helpful to focus this discussion on a number of options.  And that doesn't mean that you're limited to these options.  The options that are described in your document are simply to begin the discussion, and clearly the pros and cons are not an all-inclusive collection of pros and cons, either.

So this is, again, strictly for discussion purposes, but I will start by presenting a brief overview of the definition of secure messaging.  Because in essence, that's really the first set of options that you might choose to discuss.  

This can fall into multiple categories, as I've said.  Clearly, secure e-mail is a form of secure messaging that is used by many in multiple circumstances, so not necessarily limited to patients with chronic illness.  We have a lot of information on outcomes related to e-mails.  Unfortunately, it is all in the commercial sector right now, with very limited quality measures available in the population over 65, which is where we find most of our chronic illness.  

A second format could be a personal health record that is shared with a caregiver.  That caregiver can be the clinician that's directly responsible for the patient, or it can be his or her designee or delegate.  There are multiple care management organizations provided by both provider groups and by payers that certainly can fit in this space, and information can be shared electronically in this way.  


>> MATT:  Karen, if I can interrupt you, Jeff Rideout has a question, I believe.  Operator, would you open his line?  

>> JEFF:  Hello?  

>> KAREN:  Hello.  

>> JEFF:  Hi, this is Jeff Rideout from Cisco Systems.  I just request, if people could identify themselves when they ask a question or talk, just so we know who's talking, that would be helpful.  

>> KAREN:  Okay.  

>> JEFF:  Thank you.  

>> KAREN:  Thank you very much.  I mentioned the personal health record, and I'll move on to the automatic telemetry of key data.  And these are essentially the types of monitoring systems that monitor multiple patient processes and outcomes, such as weight, blood glucose reading.  They're also available to check on the degree to which standardized Coumadin or blood thinners work, as well as many other clinical indices.  

So these are only three of the kinds of secure messaging that that you can consider.  As you move through and you start thinking about this type of secure messaging, you can also think about what's the best approach.  There are multiple programs that are very specific to certain diseases – disease management programs, which are clearly easy to evaluate from a payer perspective and certainly would meet the scope of the specific charge.  

On the other side of the coin, they are difficult to implement from the provider's point of view, from the physician's point of view, because they create inconsistent workflows, especially linked e-scheduling and prescription renewals.  A second con is, disease-specific approach doesn't control for environmental factors, which may also affect use – may encounter resistance from physicians, which I'm sure we all recognize.  And lastly and perhaps maybe most important is that most patients with one chronic illness have multiple chronic illnesses, and all of them need to be managed in concert and with the same types of processes.  

A second approach could be a geographic or provider-based approach.  And this is based on the fact that secure messaging could be offered to patients by just designating selected physicians in a particular area.  The pros on this are that this will engage physicians who are truly interested and will incorporate it into their workloads for all their patients.  It doesn't preclude segmenting the patient population.  For instance, if we were interested in working with patients with chronic renal failure, we could clearly include a nephrologist, or in (indiscernible), we can include an endocrinologist or cardiologist dealing with other types of diseases if we choose.

It can be leveraged in areas where secure messaging or secure e-mail is supported by commercial payers as well, so it would include literally everyone in that particular market.


And it could focus on e-communication processes, again, across a spectrum of chronic illnesses.  It doesn't necessarily limit it to patients with one.  

There is a con on this, as well, and that's that it will need large numbers of physicians who will engage in order to stratify results by population type and to really get to the kind of outcome that you commented on a little bit earlier, Herb; thank you.

The third and last option I would ask to you consider is the degree to which secure messaging can or should be linked to other services, such as prescription renewal or online scheduling and/or – and this gets back to what one of the critical criterion might be – the use of the electronic clipboard and medication list that is the charge of the consumer empowerment workgroup.

The pros here are that it's clearly been shown in multiple settings to increase use of the information technologies that are offered.  And as I said before, it does align with one of the other workgroups, the personal health record development.  It clearly increases efficiency in the administrative processes of providers and has been shown to have significant patient satisfaction compared to secure messaging alone.

However, the major barrier, the major con, is that it is difficult to establish the value and any return on investment of the unique secure messaging approach that's being taken, because it is linked to other interventions as well.  

With that, I would like to close my presentation and open the floor to discussion on the specific charge, and also point out that we have listed here from previous discussion, from the previous workgroup, at least three barriers.  One is financing, second the authentication of patients, and third is medical-legal risks.  We've listed others.  Of course, we look to you to help to define any other barriers that may be present in order to move forward with your specific charge, and to define in detail how you would choose to detail these further.  

So thank you very much, and I turn this back to you, Tony and Craig.  

>> TONY:  Thank you, Karen.  Craig, we would like to open it up now for comments from the workgroup members.  

>> CRAIG:  I think that's the appropriate – 

>> MATT:  Please open Paul Nichol’s line.  

>> PAUL:  Hi, this is Paul Nichol.  Can you hear me?  

>> MATT:  Yes, we can.  

>> PAUL:  So I had one question, I guess, and a comment.  Within the Department of Veterans Affairs, we are actively pursuing all three of the options that were presented.  We do not yet have secure messaging but are working hard on that.  We have a personal health record that has been – has been developed for patients, and we have an active home telemonitoring program in place already.  

One of my questions was whether there is an assumption of the availability of an electronic health record for providers or health systems that are using these secure messaging options.  

>> KAREN:  I'll answer that one, Paul, if I may.  It's Karen Bell.  I think that while we certainly recognize that it would be optimum if all clinicians had electronic health records, at this point in time, the concept of secure messaging is not dependent on the use of an electronic health record.  

>> PAUL:  Okay, my sense is, it would be easier to implement in those environments that have them, but would agree that they're not codependent.  

>> KAREN:  Thank you.  

>> JAY:  This is Jay Sanders.  Paul, it may very well be that in selecting the populations that we're going to study, we may start with a population of physicians that already has an electronic medical record.  But as Karen said, it's not totally dependent upon this.  

One of my comments – and this is coming from, for good or for bad, from a clinician – is when I hear the term "secure messaging," in my mind, I translate that as – that's one of the components of the care process.  And naive as that sounds, and as – and with the reality that that is probably what everybody else thinks it is, I think we need to underline and be very, very clear that secure messaging involves a component of my taking care of my patient.  In fact, it probably is a much more important component than when I see the patient in the office.  

When I see the patient in the office, one may actually say that that is a failure in the care process, because it's keeping that patient out of the office, out of the ER, out of the hospital, that is critical.  So I think we need to make sure that everybody understands that the majority of secure messaging is a very integral, very important part of the overall care process.  Whether it relates to continuing education for that patient, whether it relates to explanations of the medication that they're taking, whether it relates to compliance, this is a part of the care process.  

And my reason for underlining this is, this will be important when we begin to talk about what are some of the barriers that might exist to the introduction of the secure messaging.  

>> MATT:  Please open Jeff Rideout's line.  

>> JEFF:  Hi, this is Jeff Rideout from Cisco.  I've previously implemented a program for secure messaging in a past profession life, and from an industry point of view, “secure messaging” is used to distinguish it from open e-mail.  So it's really about the technology and the way the messaging occurs to distinguish the security available through a direct server connection, as opposed to sending e-mail through the World Wide Web.


So I agree with the previous speaker that secure messaging is part of the physician or caregiver's mandate and responsibility, regardless of the medium, in terms of using the Internet for that.  I just wanted to draw that distinction between e-mail and secure messaging.  

>> HERB:  This is Herb Kuhn from CMS.  A couple of just observations on this.  Thank you, Karen for laying this out; this is very helpful.  

We currently have two programs that are operating right now that are similar to kind of some of the model that Karen keyed up here for us.  One is authorized under the Medicare Modernization Act Section 721, what we call our Medicare Health Support Program, where we have eight programs now up and running – we started last August, and last one went online in January of this year – that, to a variety of degree, are deploying a variety of different models that you kind of mentioned here in terms of technology: a lot of home monitoring; a lot of effort to use that to coach the beneficiaries, because there's a self-care-type model these folks are in; a lot of works in terms of collection of vital signs and symptoms; a lot of transmission of result; EHR; telemetry; all the things we talked about are kind of being deployed in these first eight pilots.

The second one we're doing is a group of six, in which two are up already and four more in the queue to come up late this year – it's called the high-cost beneficiary model – that, again, looks very similar to this in terms of its engagement of the beneficiaries, what they're trying to do, although it tests things a little bit differently – again, similarly using all these technologies.  But what we've found in that is, we're kind of using your Option 1, kind of a population-based model, as we went forward.  The intervention group is about 20,000 per group, with a control group of 10,000, so we can measure the results and see what kind of – what we get in here.  And that's worked very well.

We have heard, however, as you kind of indicate in your Option 2, is, how do you kind of really tie a physician in?  So if you have a physician who has maybe a population of 20 patients who are truly with chronic conditions, and several, as you mentioned, Karen – but maybe only three are in the demonstration because of the population model – is the opportunity for them to really deploy a lot of these technologies in ways that makes it very meaningful and get some of the return that could be there?

So far, we're finding pretty good results.  I think people are that excited about these opportunities and this ways to engage the patients.  We feel pretty good about the population-based model, although I think the one in terms of one of a clinician-driven model might be a little bit interesting as well to pass out there.

So we're right now kind of in full deployment of a lot of these different areas.  We tested a population-based model.  We don't have any results yet.  We probably won't have those until early January '07.  But so far, so good, in terms of driving forward on that in terms of what you're doing. 
 
In terms of your third option, we haven't had any experience there at all, so I can't really comment in terms of opportunities there and what experience we might have.  

>> TONY:  Could I ask the last speaker to just address any road blocks or barriers into the trials that you're running?  

>> HERB:  That's a good question.  About – you know, a lot of it is, it's a startup program; a lot of it is, kind of.  You know, if there's any barriers, let me kind of talk about the intangible ones and then the tangible ones, if I could.  It's a new program, so kind of developing those relationships with the vendors out there, and the folks that are doing this – they know it's kind of a startup.  But again, our analytical contractors and generating the models of how we're going to evaluate them took some time, but I think everybody worked together and it was a real can-do spirit about the whole project as we moved forward to try to make the thing happen, and that seemed to work pretty well.

In terms of the populations, generating those and refreshing the population continues to be an ongoing learning experience for us. 

So in terms of just the operational side of it, I think we've gained some valuable experience that's built on one to another, which has proved to be very helpful.  

Other operational things – and what we've found here is that, as a group of – this cohort of eight, really, are sharing best practices with one another.  You don't see any really competitive nature between one or the other.  Ultimately, when you do nationally with this stuff, you might see it, but right now there's a really opportunity for benchmarking with one another to share performance metrics with one another, to share what works and what doesn't.  So I think a lot of knowledge transfer is going on here that's been very helpful, very robust, and we're pretty excited about it the way the industry has grabbed this and these folks are moving back and forth. 

In terms of their own internal operations of how they're doing on the tangible size, in terms of deployment of EHRs or secure messaging or home monitoring – are all the things we have – that's a little bit more kind of distanced from us, because that's their own internal operations.  I think they share some of that in terms of when they get together to benchmark with one another and talk about issues.  But so far, we haven't seen that as a barrier.  As we look at the type of vendors they use, they engage in a variety of different vendors, and some are using the same vendor together, so you kind of see the ones that are kind of percolating to the top.  But they're testing a lot of different things, trying a lot of different things, and it's been a good learning experience for us in that regard.

So far, no showstoppers.  But again, what I said earlier: there's been a real can-do spirit among this group.  They're very much engaged, as is our staff, to make this thing work and being successful.  Because I think the opportunities in this area of chronic care and the numbers bear it out, that at least in the Medicare population, about 24 percent of our beneficiaries consume nearly 75 percent of the resources.  The opportunities here are just enormous.  

>> CRAIG:  If I could just drill down one more layer.  If in fact, as Karen and several people pointed out, the four potential roadblocks are financial, legal, patient authentication or identification, and interoperability of various systems, are you running into barriers in any of those four areas?  

>> PAUL:  Yeah, when I look at those, the financing one has really not been an issue.  To give you a sense of how the model works, they're at risk.  They're at risk for overall 5 percent savings in the program.  So that is the intervention group versus the control group, over the 3-year period.  And they do have a per-member-per-month payment to engage with this population.  So their fees are at risk if they don't hit this 5 percent threshold.  

The model that we use is more than just a financial model, as well.  There has to be patient beneficiary satisfaction as well as quality metrics that they have to hit as part of this to move forward.

So in terms of the financing, that was not a problem.  The (indiscernible) care program is not at risk here, and they're certainly at risk, but the savings opportunities, we think, are good, so that has not been an issue.  And they seem to have been able to finance all their internal operations as a result of that PMPM that they're getting to move forward.

In terms of the authentication of the patient, that one I'd have to go back and look at a little bit more to see how they've been able to kind of put that together.  Obviously, they get the information from us, as outreach with the patient, but but once they get them – whatever messaging system they're using, whether it's by phone calls or whether they're using telemetry or other kinds of products that they're using for home monitoring, in terms of the secure pathways there, I'm not sure, and we'd have to go back to the – some of the other vendors and talk to them about that.

And in terms of medical-legal risk, to my knowledge, they haven't – nothing has cropped up, at least, that has been a showstopper in that one that we've encountered whatsoever.  

>> KAREN:  This is Karen Bell.  I have one question, Herb.  When you talk about this particular project, are your contracts with physician groups, provider groups, or are they with alternative forms of care, care management companies or disease management companies?  

>> HERB:  The eight that were selected in the first round for the Medicare health support and the high-cost information program – it's a little bit of both.  For the first eight, it was care management companies.  We had a lot of different groups came forward with solicitations, but those were the eight.  But there was – this was one that – again, to give you a sense of the enthusiasm, we had the first meeting on this in '04 with the community at large, and never before or since have we had that many people come to our Baltimore campus to participate in a meeting.  We had over 500 people show up for this, and hundreds more on the phone. 
So there was a lot of enthusiasm.  The number of data use agreements that we issued were nearly 200, as people kind of looked at options who were interested in exploring this with us.  

In the second round, at the high-cost demonstration program, we do have a lot of hospital-based systems that are getting involved in that one.  Monte Fuhrer is one.  Let's see; I can't remember some of the others right now, but we had a little bit of both on that one, but no real physician-based groups.  But again, some more hospital clinic-based groups were becoming involved there.  

>> KAREN:  And then, that being the case, does the security messaging occur between the patient and the primary care physician or the cardiologist, or is it occurring between the patient and the hospital systems and the care management systems?  

>> HERB:  Most of the ones right now that I'm aware of, it's between the care management groups and the patient, although many of them are starting to get the physician in the process as well.  So we're seeing all different types, and we're testing all different types.  And that will come out hopefully more in our evaluation.  

>> KAREN:  That evaluation will be ready in January of 2007?  

>> HERB:  Right.  We have – at least for the Medicare support program, we have four reports that are due for Congress.  First one is due 18 months after the first program started.  That first one started last August.  So again, early January will be the first report, and three more reports following.  

>> JAY:  This is Jay Sanders.  I just have a question for Herb about the program, also.  In those (indiscernible) management group center involving the physician, are they providing any incentives to the physician for their interaction?  

>> HERB:  That's a good question.  And we're hearing different reports whether they are or not.  Some, just the fact that there's a group there that are going to help the patient kind of follow on the physician's orders and the care is kind of enough.  Some there might be some remuneration that are part of that.  There are some people that have come to us and asked about testing, a whole notion of, “Is there a way to create more a pay-for-performance or sort of better remuneration for the physician?”  Interestingly enough, the American College of Physicians – I think it was 2 or 3 weeks ago – came out with a pretty thoughtful and detailed proposal on this, their Advanced Medical Home proposal, where they're talking about something even more aggressive in this area.  That might be something that this group might want to look at.  I think it's an interesting proposal. 
 
MATT:  Please open Mohan Nair's line.  And Herb, if you could, you're coming in pretty faint on the phone when you speak.  I don't know if you can get closer to a mic, but it would be very helpful. 

>> MOHAN NAIR:  Yeah, this is Mohan; thank you very much.  In observing the definition part, I think we're moving to the barriers, and I hope it's okay that we speak a little bit about the barriers, with your permission.  I'd like to add the issue that was just brought up, and it is a very challenging one for me as a – as one who is within the insurance company framework, which is, the nature in which you reimburse physicians drives, in a lot of ways, how physicians perform.

And unfortunately, our organization is accountable for that – for that model.  And I would think that a barrier is really in the area of reimbursement and the amount of reimbursement oriented around secure messaging communication, because we tend to reimburse office visits.  There are cases where that is not the case in other institutions, but I would like to consider that a barrier, and also in terms of how you measure the effectiveness of communications between clinician and patient or clinician and other clinician.  

The other bear I'd like to add, if I may, is more in observations.  We found that in small communities of care, i.e., smaller communities, there seems to be a lot more reciprocity in terms of experimentation.  As it starts to go to larger metropolitan areas, the dialogue very quickly becomes more process oriented than how to get a system of this nature to work.  

Third, I would ask to consider the whole idea of PHR and who owns PHR, who owns the data.  We have constant conversations about physicians owning that information.  Most patients are not aware of the fact that they own their own record, and the culture associated with owning the record and the confidentiality about owning the record is a major barrier, because it is undefined.  

And the fourth would be a consideration of the common rules of engagement around secure messaging being a barrier in its own right.  How does one engage using secure e-mail, professional health record, or telemetry of key data?  It's still an enigma in my field of work, and I would propose those are four factors one should consider as barriers.  

>> MATT:  Please open Jeff Rideout's line.  

>> JEFF:  Thank you; this is Jeff.  I would echo the reimbursement issue.  In our experience with the commercial population, reimbursing physicians and other caregivers for using secure messaging is a big hurdle.  About 90 percent of the traffic on secure messaging in our experience is nonclinical in nature, so it's important to have structured messaging, so that you can filter out the administrative communications from those that might be reimbursable.  

I think the legal risks are more perception than actual.  In fact, some of the malpractice carriers are reducing rates for physicians that use secure messaging in lieu of phones, because it's a structured communication.  But I think one of the biggest barriers that we've seen is workflow in the physician or caregiver’s office.  If you don't get about a 20 to 30 percent use rate in terms of patients that are using secure messaging systems, it creates a new workflow that doesn't ever overtake the existing workflow.  And what that does is, it becomes another barrier to use.  So it's really what we've termed the power users that find secure messaging the most beneficial, because they actually change their office workflows, and their use for patients that physically come into the office actually get more intense, because they're handling a lot of the less significant cases and peer communications asynchronously via secure messaging. 

>> MATT:  Please open Paul Nichol's line.  

>> PAUL:  Hi, this is Paul Nichol.  Just two comments in response to some of the previous comments that were made.  One is that, at least within the VA, we've made visit clear that a personal health record is the property of the patient.  And we're looking at ways that the patient may delegate access to others to that record for purposes of improving continuity of care.  But it's very clear that our policy is, the patient will own that record.  So I think that – I think that's critical.  

The other comment, regarding how to use secure messaging, I think, is a very important one.  And clearly, there have to be systems in place and education, so patients know when it's appropriate and when it's not.  AMEA and many other organizations have put together sort of sets of proposed guidelines for secure messaging that address many of the issues that need to be considered.  Thank you.  

>> MATT:  No more comments on the phone lines right now.  

>> HERB:  If we go back to the list of four topics that I mentioned earlier, one is the financial or remuneration aspects, legal aspects, the patient identification or authentication for secure messaging, and then the issue of interoperability of system.  

I haven't really heard anyone say that there are major structural issues associated with the legal issues.  In fact, I've heard almost the opposite, which is, it may be more preferable to have a structured and recordable method of communication than what we have today if we were using, say, secure e-mail, something of that sort. 

Does anyone on the group have comment on legal barriers, or should we remove that?  

>> JAY:  Craig, this is Jay Sanders.  I've been involved for – I've spent most of my professional career in academic medicine and have been a defense expert more times than I would like to have been.  And one of the fundamental weaknesses, in terms of physician defense, is not that they didn't do what they say they did; it's that they never documented what they did.  And in the absence of the documentation, it is understood by the plaintiff attorney and by many juries that it was not done.  

Secure messaging will at least give us a trail, a documentation trail, that now doesn't exist with the telephone or doesn't exist in a casual conversation that occurs in the office where a doctor makes a recommendation to a patient and never documents it.

So the previous comment made by one of the individuals on this call – I apologize for not remembering the name – about the – actually lessening the legal liability, I believe is very true and very clear.  

In fact, in the realm of telemedicine, when we first started telemedicine back in the late '60s, early '70s, a big concern came up that “What will the malpractice carriers think?”  Today, in the year 2006, we hear many plaintiff malpractice attorneys saying that it will be the nonuse of telemedicine which will make the physician more liable than using telemedicine to get a consultation.  

So I think there has been a very interesting switch in the pendulum, and I agree with the prior comment that we're dealing with less of a legal problem than more of a legal problem.  

>> CRAIG:  Could I just expand that and get it out of the liability aspect?  But just the legalistics of the transmission of medical data sharing that clinician to clinician, clinician to patient, or patient advocate – are there legal issues that anyone is aware of that would be limiting here?  

>> MATT:  Please open Paul Nichol’s line.  

>> CRAIG:  What I'm trying to get is, if we have to come out with a series of recommendations, and one of them is how you compensate clinicians for being involved in secure electronic communication (indiscernible), that's a very obvious issue.  Is there an equally obvious issue from a legal standpoint or policy standpoint that we need to look at?  

>> MATT:  Paul, you can go ahead.  

>> PAUL:  Thank you.  I agree with the previous comments, but do – I think that it needs to be addressed, because I think that many physicians have a strong belief that secure messaging will create additional liability.  And yet every study or review of that I've seen suggests the opposite.

So I believe it's a barrier that's created by perceptions that may be erroneous at the present time.  And you know, physicians are concerned that they'll get a long e-mail with multiple different points, and if they don't address each and every one of them in their response, that they somehow will be liable.

So I believe it's a barrier of perception rather than of actual legal risk.  

>> HERB:  Craig, this is Herb Kuhn.  The only thing I can think of, of any barriers on the other side that you were kind of grappling with, might be in the area – at least from CMS, might be in terms of HIPAA.  But of course, on that, we have certain compliance in terms of formats, the way people need to do that.  

Tony, that's kind of in your realm.  Any thoughts or observations on that one?  

>> KAREN TRUDELL:  This is Karen Trudell in Tony's office.  The exchange of data via e-mail is not one of the HIPAA transactions, so the transaction and code set standards – the messaging and contents standards aren't really applicable to these transactions.  

In terms of the security standards, there is a requirement for appropriate protection of data in transmission, but there is no specific requirement, and in fact we specifically did not require encryption of e-mail traffic for the very reason that we did not want to place a chill on communications that were already underway, either between physicians and their patients or between a variety of clinicians.  

So we simply required that in doing a security assessment, the covered entity make some sort of assessment as to what the appropriate level of security is.  And for instance, if the physician makes a determination that using the open Internet is appropriate, as long as the patient gives their approval, and indicates that they understand that the communication is not encrypted, you know, that that could be – that could be an adequate protection.  

>> MATT:  Please open Jeff Rideout's line.  

>> JEFF:  Don't disagree with the previous comment, but I'd like to reference, I think, the comments from Mr. Nichol about the AMIA recommendations.  I think the more structured the guidelines are, and the more the patient and the physician have prior knowledge and approval of the nature of the interaction and both confirm it, the better, and the less likely there will be legal liability.  

And I've got some real concerns about any system that's based on open e-mail, and that raises a number of security issues just in terms of who has access to that information on the World Wide Wen, but also the structured nature of the interaction, and whether people have a priori confirmed their knowledge of the nature of the action, and what should and shouldn't be covered, and to some extent also the information that any one physician or caregiver might have with regard to that patient.  

So is the med list correct to both people's knowledge?  Is the problem list correct to both people's knowledge?  So the nature of a clinical interaction is based on confirmed information that both parties share before the interactions occur.  And I think that would mitigate even further the legal liability of secure messaging.  


>> MATT:  Please open Mike Krist's line.  

>> MIKE:  Krist from LabCorp.  One other legal issue to keep in mind, from a lab perspective, is that we are restricted to delivering the lab results to only the ordering physician.  And if we think that it would be beneficial, in this chronic care group, to give those lab results to other than the ordering physician, that we have to kind of wrestle with that restriction.  Thank you. 

>> CRAIG:  I presume there's no problem with the physician sharing the results with the patient.  

>> TONY TRENKLE:  Karen Bell, this is Tony Trenkle.  I had a question or clarification.  We're talking about barriers; obviously, some of these barriers become more severe depending on scalability.  So when we're talking about barriers here, are we looking at barriers specific to achieving the success for the initial charge or the specific charge, or are we looking more at barriers as they relate to more longer-term issues, for purposes of the AHIC meeting?  

>> KAREN:  Thank you very much, Tony, for that clarification.  The barrier – the specific charge is to illuminate the barriers that exist, not only for the specific charge, but for the broader charge as well.  So we truly are looking here at the full range of barriers to move forward, with essentially remote care as it's offered by the practicing delivery system right now.  

>> TONY TRENKLE:  Okay, thank you; that helps.  

>> CRAIG:  I tried to summarize the – the discussion on legal issues.  It is a concern about a simplistic open e-mail communication, unless there is an understanding between patient and clinician that that's inappropriate communication format, that essentially it's an opt-in as opposed to an opt-out model.  You'd have to opt in to use standard e-mail.  An issue of secure e-mail, which is password protected (whatever) but not to open e-mail, seems to be less of a challenge and acceptable process for today.  

I wondered if anyone has any thoughts on the issue of patient identification for authentication of the patient as the patient, as we go forward.  If we look at the long-term aspect of this, where we're trying to compile medical records from various sources and laboratory records from various sources, etc., certainly it would be useful to have a unique identifier.  Every time I mention that, people throw up their arms and say, “Impossible; it will never happen.”  

Do you guys – have you any thoughts on that?  

>> HERB:  Well, just within CMS – this is Herb Kuhn – we're grappling with that issue right now as we look at more Web-enabled systems for providers to deal more with – on the billing side, with remittence advice, patient eligibility, different things like that.  So we're grappling right now with the authentication issues.

So I don't have any answers right now, but we're asking kind of the same question that you're asking right now.  So don't have any answers yet, but hopefully soon, because we are doing a deep dive into this one now.  

>> CRAIG:  Well, let me just expand it.  You guys are doing a deep dive on it; have you concluded that unless you have a unique identifier, the system gets hopelessly complex?  

>> HERB:  That's a good question.  Probably, on that one, I'd have to kind of step back and go back and talk to my colleagues in the Office of Information Services, because they're kind of leading that effort, because I just don't have a whole lot of knowledge right now on that one.  

>> MATT:  Please open Paul Nichol's line.  And I'll remind any late joining members: if you do want to make a comment, press star 1.  Go ahead, Paul.  

>> PAUL:  Well, just to comment, this has been a difficult issue for the VA “My Healthy Vet” Web portal that we have been creating, and has delayed access to some of the features we had hoped to provide.  And I think the answer is still being worked out as to how to provide identification secure access.  At the present time, patients will need to come to the medical center, where we can authenticate they are who they say they are and then can provide appropriate access codes to get into the system.  

Within the VA, we use the Social Security number, as many of you know, as unique identifier, and I'd be hard pressed to see how you can set this up without having some identifier like that.  We have data exchange between the Department of Defense and the VA, and with that process for matching, we use Social Security number, patient name, date of birth, and all those have to be an exact match before we will accept that the two patients are the same individual.  

So it's a difficult issue, and some kind of a common unique identifier would be great, although understandably, it's a difficult issue to deal with.  

>> MATT:  Please open Eric Larson's line.  

>> ERIC:  Yeah, this is Eric Larson.  I just figured out how to get into this call.  I'm brand new to this group, so I hope I don't just repeat things you've already gone over.  I would echo the comments from the VA about needing to go through some pretty major steps to authenticate who your users are.  The other two points I would make around barriers are, the reimbursement issues are clearly large, and also the uptake by physicians in general.  There's a highly variable interest in participating in this process.  Some physicians embrace it enthusiastically, and others don't.  

The third point I'd like to make, with regard to the definition: that these three definitions that we have here are not mutually exclusive.  In fact, in many ways, you might argue that they're more attractive if they're inclusive, and considered in the same basket.  And what that leads me to is this notion of, one of the barriers to adopting this is the model of care.  People need to decide, in some ways, what you're going to model the care around.  Is it going to be modeled around a primary care model, or sort of the medical home which the ACP has recently come out with?  Or is it going to be modeled on a kind of a condominium style, where you just visit a series of places, like you would a shopping center, and there's no – there's no coordination for the process?

Where I am, which is Group Health, you know, we've tried to set this up on a primary care model, but it's patient centered.  So the primary care physician is automatically, either through the – directly or through their team, engaged in the process of secure messaging.  But that's not, obviously, what happens at disease management companies and other kinds of models.  We happen to think that's the most attractive model, but that's not universal.  


>> KAREN:  Eric, this is Karen Bell.  I understand you have been doing some work with secure messaging or secure e-mails at Group Health.

>> ERIC:  Right.  

>> KAREN:  Have you any outcomes or any information that you could share with the group about it?  

>> ERIC:  I do.  I'm a little hard pressed to do it off the cuff, because I didn't have that at hand, but we have – we started a secure messaging system called My Group Health about 3 years ago, and we have the kind of authentication that was described by the VA where you have to come in person and show who you are – and prove who you are, and then you're accessing this.  

We combine both the secure e-mail with the prescription refill and appointment making, and we also are bringing on a – in essence, a kind of a PHR.  But the secure e-mail gives patients – or an authenticated caregiver, in the case of a parent, and eventually authenticated caregiver, in terms of a child caring for an aged parent – access to the medical record.  

We've seen increasing uptake to the point now where we have over 100,000 of about 500,000 eligibles who use the secure messaging system.  We don't have any real strong health outcome data other than – we have some very promising data around the use of automated telemetry around blood glucose and some pilot work being done on electronic transmission of blood pressure results.  

So it's a work in progress; it's part of our marketing, and it also is something that, like an earlier speaker said, we're very keen on sharing as a sort of utility with the community.  Because ultimately, this won't work unless it's a widespread kind of utility, I guess is a way to put it.  

But so far, I think our data are that there's a large number of people that want to use it; the most common users are persons with chronic diseases; the idea that older people are somehow not likely to use this is false; it's very attractive to Medicare enrollees who have chronic diseases; and we're working towards, I think, more of a non-disease-specific model, because so many persons that are having chronic disease will have more than one, as was mentioned earlier.  

Did that answer your question, just – 

>> KAREN:  Yes, thank you very much.  

>> TONY:  Karen, this is Tony Trenkle again.  I'd like to see if we can focus this discussion a little bit more.  I know we've talked about barriers and have defined a number of them, but one of the questions that you had asked early on was which of the definitions of the secure messaging we feel as a group should recommend as the scope.  And one is the secure e-mail, the second was personal health records, and the third was the automatic telemetry.  And I would like to see if we can get the group to focus on which of these three would make the most sense as part of the specific charge.  And as part of that, we can probably uncover initial barriers that might either inhibit us from using one of these three or clarify the discussion a bit better.  

>> CRAIG:  If we look back at the specific charge, which – having been lectured already, Karen, that I can't make any changes to that – 

>> KAREN:  Sorry, Craig.  

>>  Good memory.  

>> CRAIG:  Well, I do learn.  But it says widespread use of secure messaging as appropriate is fostered as a means of communication between clinicians and patients about care (indiscernible).  That's pretty specific, isn't it?  

>> KAREN:  I think it's – in response to your question, Craig, I think it is specific that it is between patients and their caregivers, their clinicians.  But I think, as you've mentioned earlier, we can define patients in the broader picture as well.  Because the clinical system recognizes that – 

>> CRAIG:  No, I've got that part.  I was just trying to respond to Tony's comment here that if I look at your definition of secure messaging, and if we take the charge, which is in the broadest sense clinician to patient, and that could be a variety of clinicians or patients or their advocates, aren't we almost bound, basically, to look at secure e-mail?  

>> TONY:  Yeah, that's – this is Tony again.  That's what I was wondering as well.  It sounds – if you limit it to that, based on the other definitions you had there, Karen, it does sound like we're bound to secure e-mail.  But I just wanted to open that up for discussion.  

>> CRAIG:  I think it's a good topic.  I guess the question is if we put primary focus on secure e-mail, that doesn't negate the possibility of integrating other forms of communication or interaction, such as the PHRs or other.  

>> MATT:  Please open Paul Nichol's line.  

>> PAUL:  So I would like to – I agree that if you ask most clinicians what secure messaging is, either won't have any ideas, or they will say it's some form of an e-mail direct communication between the provider and the patient.  And so I think that's what most of the definition of secure messaging has been, is a more secure form of e-mail, usually involving a Web portal that's a secure environment in which to communicate with your provider or with your care team.  

And in the primary care model that Eric talked about, we are looking at communicating with not just a one-to-one provider-patient – or patient-, rather, to-care team.  

The other two modalities are important, and the personal health record is one that we are already working on and would have an opportunity, I think, to let patients delegate access to others.  But it, at least in my view, doesn't really quite fit the concept of secure messaging that I think most people have.  

And similarly, we have a secure data transfer from home telemonitoring equipment into our system, that's a form of a secure message or secure data transmission.  But in the – in the context of what the group is discussing, I think the secure e-mail function is the focus.  The other two are important, and shouldn't be lost, but I just – it doesn't sound like they're the main focus.  

>> MATT:  Please open Jeff Rideout's line.  

>> JEFF:  Paul's comments, the charge seems to be much more about Item 1.  And the other two, while very important, may be points of integration, but I don't see them as an extension of the concept of secure messaging.  

>> TONY:  Okay, this is Tony Trenkle, then.  Then to finish up the discussion that Karen had asked initially on, then, we're going to define this charge as primarily focused on secure e-mail.  Does that seem to be the consensus of the group?  

>> The right target, as far as I'm concerned.  

>> MATT:  Please open Eric Larson's line.  

>> ERIC:  Yes, I agree with your statement, Tony, but I think that we should probably add one of the other callers' statement that the possibility of integrating these other two elements is – you know, is probably very important to continuing to go forward with the value and attraction of secure messaging, especially the automated telemetry piece around chronic disease management.  That has great potential, I think, to be – to be really a new form of better care.  

>> HERB:  Yeah, this is Herb Kuhn.  I'd like to kind of follow up on what was just said there.  I hear what you're saying in terms of the charge and the secure e-mail, but, you know, when, I guess, clinicians in these other groups – when they're kind of trying to deploy their resources to kind of manage this population, do we really want to be limiting them in terms of what we're talking about here, or do we want to cast a net as far and as wide as we can and kind of stretch the bounds here?  

>> TONY:  This is Tony Trenkle again.  Yeah, I agree with you, Herb.  What I'm looking at is to make sure we're defining what is the specific charge as opposed to the broader charge.  There are certain elements that can be brought into the broader charge that may not be possible within the 9-month window we're talking about here, in order to achieve the specific charge.  That's why I'm trying to define as clearly as possible what we want to achieve within this 9-month window, keeping in mind that obviously secure messaging can't be looked at just in and of itself without basing it on how it relates to outcomes and how it relates to other technologies that may also support those outcomes.  

>> HERB:  Yeah, thank you for that distinction.  

>> MATT:  Please open Mohan Nair's line.  

>> MOHAN:  I hate it when the person before has just stated what I'd say.  I'm behooved to – I have to say it again.  I guess as we talk about the secure messaging, the thing that is concerning me and challenging me at the same time is, so we have e-mail between clinician and clinician, and physician and clinician and patient, and it's a chronic care workgroup we are struggling with.  What outcomes – what happens when the dialogue occurs?  

I know I have many e-mail messages from many people.  Some I talk to, and others I don't.  So what gives me – what empowers me?  What is it that we are doing here that causes an outcome different than before a bandwidth was opened between physician and patient, and physician or caregiver, etc., other choices?  That's a question I would like to pose in the definition of bounding what secure messaging is.  

>> CRAIG:  You want the answer in terms of bounding, just secure messaging, or do you want a bottom-line answer?  

>> MOHAN:  I'll take it where it I can get it.  

>> CRAIG:  Well, the bottom-line message is, how many hospital stays or visits do you avoid?

>> MOHAN:  Exactly.  Exactly.  

>> CRAIG:  How much cost do you take out of the system while providing better care?

>> MOHAN:  Exactly.  So the assumption – if I may dialogue with you on this, the use of secure e-mail between patients and physicians in the management and prevention, shall I say, of chronic care will reduce patient-physician office visits while increasing the care outcomes.  That's what I think we are trying to go for, right?  

>> CRAIG:  Or if we could expand it, we’ll decrease patient physician office visits, we’ll decrease patient hospital visits, and just on and on?  

>> MOHAN:  True.  I think that the office visit is the beginning of an interaction that causes costs to happen.  Some legitimate, some extensive.  And I guess it's the preventive action of this technology –

>> CRAIG:  Is proactive rather than reactive.  

>> MOHAN:  Right.  And I think we ought to deep-dive into that a little bit, not even now, but we have to keep that in mind in the dialogue throughout the concept of what in secure messaging we're going to bound on those.  

>> TONY:  I agree with you completely, Mo, and exactly that was the point I was making in my initial remarks, is that it cannot just be based on technology enabling but also needs to be based on some specific outcomes that we help define initially as part of this specific charge.  And I think that dialogue that you and Craig just had certainly outlined a couple areas in terms of reducing office visits and other types of evaluation criteria that we could use as part of this.  

>> MATT:  Please open Jeff Rideout's line.  

>> JEFF:  Hi, this is Jeff again.  In our experience in a prospective trial we did a couple years ago, we actually did see reduction in per-member-per-month cost in the treatment group versus control.  We did see a reduction in the number of office visits and, somewhat surprisingly, reduction in the downstream cost for ER visits and prescriptions.  

So some of this, I think, is cast around cost reduction or cost avoidance.  I think another way to think about it, too, is compliance.  I don't mean just drug compliance, but treatment compliance.  So the more frequent interaction of a caregiver with the patient, say, for a newly diagnosed depressive patient or a diabetic patient that needs fairly frequent interaction – those would be endpoints that we could look at as well.  So this isn't totally cast as a cost avoidance mechanism, because I think there are some pretty important clinical outcomes that occur even better, because there's more interaction between the caregiver and the patient.  

>> JAY:  This is Jay Sanders.  I want to go back to the sort of question relating to the specific charge and the issue of secure messaging versus secure e-mail.  I would hope that we would keep the broader definition, being secure messaging, encompassing secure e-mail, personal health record, automatic telemetry, but for the purpose of the initial target that we have in terms of a 9-month study, that we just focus on the secure e-mail aspect.  

>> TONY:  This is Tony Trenkle.  Yes, I would agree with you there, Jay.  And as I said earlier, certainly everything we've talked about is appropriate for the broader charge and, in some cases, the specific charge.  But because of the fact we have such a limited time window, we really need to kind of focus on something that – as Karen pointed out in the criteria initially, something that's feasible to implement in 2006, accomplishes a specific charge, illuminates significant barriers, and delivers value to the consumer over the next 1–2 years.  Leverages stakeholders in alliance with the other breakthrough activities.  

>> JAY:  Right.  I'd also like to address an issue relating to cost and quality, because this is an issue that we debated for many days at the institute of medicine in 1999, when we did an evaluation of telemedicine.  And it might be worthwhile if we use that – that section of the book, of the chapter, that came out as sort of reference material for us.  

Everybody is hoping that what we're talking about is enhancing quality and reducing costs.  That may be a little bit naive.  Obviously, that would be the greatest outcome, but what if we dramatically improved quality and slightly increased cost?  Is that still a target of ours?  How do we define dramatic improvement in quality and add in a slight increase in cost?  I think we need to grapple with the whole issue of quality and cost at some point in this – in the discussions that go on.  

>> CRAIG:  If I could throw in a employer perspective on top of that, this is roughly an 80-20 rule, where 20 percent of the population is eating up 80 percent of the cost.  And if you leave any of the trajectories on where the cost is going, if you implement a system that increases the cost and merely gets you to the cliff faster so you fall off sooner, that doesn't seem to be a particularly pleasant objective.  I hate to be so pragmatic, but if you're at 16 or 17 percent of GDP today, targeted for 20 in a few years and 25 after that, if we implement a system that just in fact gets us to 20 or 25 percent of GDP faster, the system can't afford it.  

>> HERB:  Now, Jay – this is Herb Kuhn.  I think Jay makes a good observation here, that one of the things you'll certainly detect in programs like this is, there is a certain element of undercare, that some people are not getting services now that they ought to be getting, and so they're in as a cost driver when you implement any kind of system like this.  

Having said that, if you do manage, say, a diabetic more effectively, and you're able to prevent an amputation, that's $30,000 right there, associated with the surgeon, the anesthesiologist, the care, the therapy afterwards, the hospitalization, etc.

So, you know, there's a big bang, you know, opportunity here in terms of certain of these episodes of care.  But there is also, on the reverse side, the opportunity for a cost driver and the results of undercare.  But again, I think that has to be borne out as we test these things – move forward on them.  

>> CRAIG:  And it's kind of the Fram air filter approach to life: you can pay me now or pay me later.  But the basis of that argument is the fact that there is an ultimate cost saving. 

>> JAY:  Craig, let me ask you this, because I totally understand your point, but let me – teach me on this one.  One of the things that the employer doesn't do today, or at least most of the Fortune 500 companies don't do when they're calculating their health care cost, is they never calculate in the cost of the 2 hours that that employee is away from work, seeing their physician, to have their blood pressure checked or having their blood glucose taken a look at or being given some education.  

What if the need for that office visit was eliminated and you enhanced the productivity of the employee?  Even though you may be increasing the bottom-line insurance costs, you are now dramatically decreasing your loss of productivity.  

>> CRAIG:  You can't get around the fact that if the medical care costs continued to increase as a percent of GDP, the system goes bankrupt.  So I abide exactly what you said.  I get 2 more hours of productivity out of the individual.  But if, in that process, even with that additional 2 hours of productivity, medical care costs increase as a percentage of GDP, you're losing the game.  

>> JAY:  Right.  

>> CRAIG:  So there has to be an ultimate bottom-line improvement here.  I think most of us would assume that the system is headed for a cliff.  Many of you were at the White House Council or the Conference on Aging and listened to the General Accounting Office presentation, says the system is bankrupt relatively soon with the current assumptions, which everyone agrees are inaccurate and too optimistic.  

So there has to be some savings.  And hopefully, it's a quality and a savings in parallel, not one or the other.  

>> HERB:  This is Herb Kuhn.  It's a bit of a segue into the financing discussion here – is kind of where we're getting to.  And it does raise an interesting point about – again, it's not only how you deliver the care, what models that are there, how do you the clinical metrics that you're going to be measuring yourself against, but also ultimately how you're going to be financing this.  And that, too, is a major component, again driving to the better outcomes that are out there.  

I think one of the best examples I used to think about this is, a lot of people say, “Well, let's just pay separately for the messaging or whatever.’  And I think if you do that, at least one observation – one argument people are going to be making is, “Yeah, you're going to get a lot of messaging, but what are you going to get for it in return?”

The other thing to think about is, are you paying for a higher standard or clinical outcome?  To give you an example, in the technology area that we're grappling right now, there is some new technology that's moving forward that people call “point-of-contact testing.”  Diabetic physician wants to check their hemoglobin A1c; they want to keep it at or around 7 percent, is the optimum.  But to get a lab test they might have to send it out, and it might take a while.  Some new point of contacting technology comes along where they can (indiscernible) immediately while they have that patient in their office, and they can give maybe a better care plan for that patient because they get the immediate results.

People come to the Medicare program, and they say, “Pay us more for this technology versus a lab test.”  And so the question I think the Medicare program has to ask is, “Okay, are we going to get better outcomes for the patient, or are we just going to be spending more money for this new technology?  Is it better, for example, that we pay the physician a higher rate to achieve a better outcome for the patient in terms of controlling their H1C, H1AC, or do we pay more for the technology?”

And I think the similar thing – this discussion is kind of driving us in this direction – is the – you know, the financing of this is a key component of this.  And do we just pay more for this new kind of way of delivering care, or do you pay for the outcome of which this new delivery mode is part of it and you try to achieve a higher outcome for the patient?  And I think that's got to be part of this discussion as well.  

>> MATT:  Excuse me; I'm going to have to interrupt here for a second.  Our remote queuing systems for the phone isn't working, so I'm going to have the operator open up everybody's line on the phone and leave them open.  This is just going to take 1 minute.  Operator, are you there with us?  

>> OPERATOR:  Yes, I am.  One moment.  

>> MATT:  I'm going to read a list of names that we need the lines open.  You tell me when you're ready.  

>> OPERATOR:  Okay, please go ahead.  

>> MATT:  Okay, and to the members whose lines are getting open, if I could just ask you two things.  One, keep your phone muted when you're not speaking, and two, introduce yourself when you are going to speak.  The first name is Ed Cameron.  

>> OPERATOR:  Mr. Cameron does not have a line established.  

>> MATT:  Okay, next name is Mike Krist.  

>> OPERATOR:  Okay.  

>> MATT:  Eric Larson.  

>> OPERATOR:  Okay.  

>> MATT:  Mohan Nair.  

>> OPERATOR:  Okay.  

>> MATT:  And Jeff Rideout.  

>> OPERATOR:  Okay, all lines are open.  

>> MATT:  Okay, Tony and Craig, excuse me for the interruption; you can go ahead now.  And everybody can speak in turn; there's no more queueing.  

>> TONY:  Okay, thank you.  In the spirit of outcome-based activities, I'd like to see if we can, you know, get back to the agenda to some extent.  We did talk about the specific tools and solutions, but I think we've pretty much identified the secure e-mail, and then we talked a bit about evaluation criteria, and that led into the discussion of some other areas.  

But I would like to make sure that we do achieve what we wanted to do this afternoon, so I would like to see if we could – unless there's any more specific discussion on the tools and solutions, if we could move to the three options that Karen had talked about a while ago and determine which one makes the most sense for the specific charge.  

As I say, one of the things that I would like to see this afternoon is, we really need to focus on achieving the specific charge.  A lot of what we've talked about today is certainly important, but a lot of it does relate to broader charge issues that obviously need to be recognized in the discussion on the specific charge.  But I think if we want to get through what we need to get through this afternoon, we need to continue moving down this list, here.  

>> I'd like to just raise one kind of off-the-wall issue on the whole issue of electronic communications, secure e-mail, and that is the whole issue of State licensure.  

I have a ranch in Montana; it's western Montana.  Probably the closest city to me is in Idaho.  I'm not sure that an Idaho doctor can practice medicine in Montana.  Is that a barrier?  

>> JAY:  Excuse me; this is Jay Sanders.  First of all, the practice of medicine is defined as the practice occurring at the physical location of the patient.  So if you are a Montana-based physician and your patient is in Idaho, as an example, this would be defined as illegal practice.  

The interesting thing, though, is that until the word “telemedicine” surfaced, no State licensing board ever gave a hoot about the fact that I may be a physician in Virginia and I'm giving advice to my patient in Maryland over the phone, saying, “Take two aspirin and I'll see you in the morning.”  It only became an issue when I charged that patient for that advice to “take two aspirin and I'll see you in the morning.”  

So there are interesting value propositions – I'll put it that way – that come up with respect to State medical boards.  But from a strict legal standpoint, the practice of medicine only occurs at the physical location of the patient.  

>> I think what you just said is a barrier.  

>> JAY:  Yes.  

>> Thank you. 

>> JAY:  And it shouldn't be.  

>> ERIC:  This is Eric Larson.  I'm not sure how this question on cost ended, but I just wanted to weigh in that I do believe that we need to – if our mission – our goal is to expand the use of secure messaging, we really have to go forward with the notion that this has the potential and very likely will reduce costs.  But it depends to some extent on how it's financed.  

Reducing costs means taking income out of the system.  And for the payers, you know, that will take income out of what they pay out, but it will also, if it works, take income out of the intermediaries, and I think the field hasn't really grasped that.  But our group could make a strong statement, I believe, based on evidence, that secure messaging will reduce costs because of the efficiency that's intrinsic with asynchronous communication, which is a huge barrier in delivering care, and the very likely probability that some of these other devices, like downloading measurements and managing people where they live with chronic diseases, is going to lead up to better outcomes.  

And I feel pretty confident that that will be the case if it's financed properly.  

>> KAREN:  This is Karen Bell.  I'm going to push you a little bit more on that, if you don't mind, Eric, because we've heard about one financing mechanism the CMS uses, and that's essentially capitation.  Most of the delivery system is not paid by capitation or budget, so that does exclude both the Federal Government and some of the big systems like Kaiser.  But the remainder of the health care delivery system is primarily fees for service.

I don't know what your system is, Eric, but when you talk about what kind of financing mechanisms need to be in place, what were you thinking about?  

>> ERIC:  Well, I agree with you – your statement that capitation is a system that makes secure messaging economically feasible to all players.  

The – you know, step – an amalgam between the key for service, and something like the American College of Physicians' Medical Home Model, which is variant on capitation mixed with fee for service, is probably the only other way that works.  

In the fee for service system, if you simply add this onto all the other fees and don't take away any fees, it won't work.  And that's why I said when you reduce costs, you reduce incomes.  And most people resist that.  So in the fee-for-service system, you've got a problem right from the get-go.  

>> CRAIG:  Another way to look at it is, you reduce – and I hate to use the government example, but you reduce the rate of growth of costs in the system.  

>> ERIC:  And I would agree with that.  We don't believe we can reduce costs.  We do believe we can reduce the rate of growth.  

>> CRAIG:  If you can reduce the rate of growth, in fact get it below the rate of inflation, the total cost continues to grow.  It's just not going to grow at a double digit rate, as it has been and is projected to do going forward.  

It's a little bit inflammatory to say that you're going to take income out of the system.  You may just slow down the rate of growth of total cost, which is quite different than taking income out of the system.  

>> KAREN:  This is Karen Bell again.  One of the problems I'm grappling with right now – so I'm going to throw this on the table, maybe to guide the discuss a little bit more – is that when you start talking about reimbursement, we're talking about a provider-centric focus or physician-centric focus.  

Where we're talking about patients with chronic illness, we're talking about a population-based focus.  And when we think about putting together how we might tee up the specific charge, in terms of population and (indiscernible) providers, I'm still – I personally am grappling with how we can reconcile those two issues.  I'm wondering if someone can help me with that.  

Am I the only one that's grappling with it?  

>> I think everyone is, and we don't have an answer.  

>> CRAIG:  Well, you have examples; you have – let's say large captive populations at the VA, for example.  Is there a dichotomy there?  

>> KAREN:  No, I don't believe so, because there it involves all clinicians and all patients, which may put us in a situation, if we were to go with that model or the Kaiser model or the DoD model, looking at a geographic location, looking at a specific group of physicians and involving all of their patients, which would mean essentially having multiple payers come together with some sort of a – we're talking about a new reimbursement model – a new progressive way of reimbursing that group for those group of patients.  

And I'd look to Mohan to comment on how easy that is from the payer perspective.  

>> MOHAN:  Well, you know, it depends on whether the payers – and I hate that word, “payers,” so bear with me – whether the insurance companies are fellow travelers and enlightened in their ability to understand new ways to pay.  Because sometimes, payers – and we include ourselves in that conversation – protect our provider relationships and our discounts and everything like it's – like frat boys protect a keg at a party.  

And we consider that an advantage.  We think our discounts that we have are private, and we have a tendency to protect that competitive advantage.  When essentially, I think, in an open market environment, one should deeply consider all factors of reimbursement, and consider a transparency that allows us to work in a free-market economy.  

The larger payers like myself, in the regions we have, are sometimes more protective, because we get supposedly larger discounts – right? – in this conversation.  And I speak of the reimbursement part only.  

But I believe that if you find enlightened payers working together, it will not be an issue from a geographic perspective.  However, I think it will be challenging, because the debates we're having about reduction of costs and the appeal we have in trying to lower health care, in a rising cost of health care environment – it goes on and on and on, and we've pumped significant dollars, just like every other payer has, in technology, only to see the costs rise.  We've cut significant expenses, only to see the costs rise.  
So, I mean, what is the mix issue here?  And can we isolate the cost advantage in secure e-mail and say, “This particular element will save us this much”?  I think that's a extremely difficult challenge, one I would not try to weigh in on.

I would suggest that it is not costs driven by people, but costs driven by what people do and the decisions they make, both from the physician perspective and both from the patient selection process.  And if we can impact that through dialogue between physician and patient through secure messaging, I think we would make a small dent in a big, big challenge.  

So my call is that, would I look upon a Regence Group to reimburse physicians differently?  Yes, to find a solution to this market dilemma we're in.  

Would payers come together to do that?  I can't speak for all payers, but I can tell you this payer, Regence Group, will deeply look at that as an experiment to see what we can do about it.  And I'm open to very, very innovative different models.  And I think in smaller communities, it's much more – much more successful than in larger communities, where multiple payers are involved.  

>> CRAIG:  If you just follow along with that kind of reasoning – because I'd love to see this experiment; I'd love to see the result, and if the results are positive, obviously more is better.  Does that argue, then, that you take an approach where you segment out a specific population, that you really concentrate on how this technology, this secure communication, can help that population?  As opposed to doing a very broad-brushed, more diffuse experiment, where it's much more difficult to determine the bottom-line result?  

>> MOHAN:  Yes, I would recommend it.  I always believe (and have learned through some hard knocks and mistakes which I would hate to make public) over the fact that you have to isolate the customers you are really serving, and that they have to have a propensity to work in a secure messaging environment, and believe before they see a result, and have a propensity for health literacy at a level that allows for the dialogue to be effective. 

I claim that if you were to take it in a diffuse manner, you really haven't segmented your market enough to win with some measurables.  

>> CRAIG:  Yeah, I was taking it even a step farther, which is, if we assume that, in general, the chronically ill –

>> MOHAN:  Yes, the segment within that?  

>> CRAIG:  Yes, would you segment it within that group?  Let's just focus on diabetics.  Let's just focus on congestive heart failure.  Let's just focus on one topic, prove that that one community shows savings, and then expand it to others.  Or would you say that kind of the geographic provider-based approach, which says, “Everybody is fair game within this community”?  

>> MOHAN:  You know, that is a very, very challenging question for me.  Since you brought it up, I've also been challenged by it.  Would you take it in the geographically connected environment where you can drive the payers and providers to work together with the patient, regardless of illness?  Do you take the provider network and say, “Let's work with key providers that specifically deal with particular diseases as we call them”?  Or do you take a particular class of disease set?

Because I, like the other members of the team, believe that the disease set in chronic illnesses are really connected.  Really hard to isolate one particular disease like that and say, “That's the one that we can work with.”  So I do believe you have to take a geographically specific environment, work with a set of providers, and take a set of diseases that are correlated and build that, rather than, say, take one or the other.  I know that challenges us, but I believe we have to.  

>> CRAIG:  Well, that's really kind of subsetting it, that I'll take one or two diseases in a given geographic region, just focus on those.  I'm not going to focus on the top five diseases; nor am I going to take one disease and try to focus across the country.  

>> MOHAN:  Yeah, I wouldn't take one disease and focus across the country.  I would take a set of diseases that are correlated, focus on a set of providers within a geographically potentiated area, and then that's the market.  

>> KAREN:  Could I just clarify for a moment, Mohan?  Just as an example, one of the things we had talked about a little bit earlier was a model where we might engage primary care physicians and/or cardiologists and/or endocrinologists and/or nephrologists.  It would encompass a number of chronic illnesses, or we could limit it even further.  But we could look at that subset of patients or that subset of providers, knowing that they have a lot of patients with chronic heart disease, chronic diabetes, or chronic renal failure.  

>> MOHAN:  I'm afraid I'm trying to have – I'm trying to seek an understanding of your question.  

>> KAREN:  I'm just wondering if – in terms of your recommendation, whether I could understand it better myself by example.  

>> MOHAN:  Yeah, that would be the example.  I mean, what you just said would be a possible choice to segment the market.  I mean, I'm speaking really out of turn compared to other people who are much more well-versed with the chronic disease combinations, and the doctors and audience may be able to add more to this.  But I'm picking a subset that – I believe that any subset you pick will be incorrect, because there will be exceptions and there will be – there will be cross-related illnesses.  But I do believe that you can take a subset and test it.  

>> KAREN:  Thank you.  

>> MARY:  This is Mary Naylor.  And I apologize; I was unable to get on earlier, so my comments may appear out of context, but I wanted to echo a couple of points that have been made and to comment on how important I think it is to think about secure messaging as a technology that, absent its integration into either a model of care or context, I think will be difficult to evaluate.  

And we've been talking about different models of care; for example, engaging different physician groups in the use of this.  But a lot – a great deal of science around care of chronically ill populations, especially high-risk chronically ill populations, really talk to very different models of care.  They talk, for example, to the use of nurses as the primary point persons and brokers of care.  They talk to integration of technologies such as this in a way that decreases the need for physicians to be as engaged in health teaching and all of the work that's so important around chronic illness management.  

So I'm hoping that we can think very creatively about how it is, what we think about secure messaging either fitting into existing processes or enabling us to actually change processes of care that we currently use for this population.  

And one part I'm struggling with is this idea of how you assess the effects on quality and cost of secure messaging absent placing it into some kind of work – thoughts about what the work of this is – of care coordination, I mean, part of this – part of the evaluation is going to be on both the nature of the message, the responsiveness to the message, all of those elements.  So I again apologize, but I've been trying to get on, so I just wanted to make sure I had a chance to say that.  

>> ANDY:  And I'd like to comment.  This is Andy Mekelburg from Verizon.  And it might be a little off the subject, but it's from the employer standpoint, I guess the payer of the payer of health care.  And I'm just trying to figure out these models, how it's going to fit with us in our providing benefits to employees.  And to be politically current, the current trend of pushing more individual accountable health care, whether it's HSAs or HRAs or other things that are going to empower consumers to be spending – and understanding how much money they're spending for procedures, visits – what – I'm trying to figure out how that's going to impact this financing reimbursement model.  Because if I'm a consumer who now has an HSA, and I have a disease, and the doctor says, “Okay, come and visit me,” and I can say – and I say, “Can I send you an e-mail and pay you, you know, $10 for that, versus $100 for the office visit?”, I'm trying to figure out how that fits into the model.  
Because the trend, at least from some of the large employers and the real small guys that don't offer any health insurance, is to give consumers the information, and it's the consumers who are going to be making some of these reimbursement decisions.

Maybe I'm, you know, thinking a couple years down the line when we're – you know, the health system is changed a little bit.  But we're starting to think about how it's going to play out in a few years.  So I don't know how that fits into your financing thoughts of it; I'm just trying to – because I'm sort of with Jay, in that we at Verizon are looking at wellness programs and are looking at ways to get information to people so that they can stay healthier and more productive, and we do believe it is going to reduce hospital stays.  We're still spending almost $4 billion a year on health care expenses.  But we're trying to put these systems in, and we're just starting now, and we're hoping, and we're spending money to do those kinds of things, building Web portals and all of that, to try to reduce some of these things and reduce some of those.  

So I'm with you, and you have to put some money into this whole game to, in the long run, try to stem that tide.  But, you know, I don't know how to, I guess, phrase in terms of how do you deal with this financing issue here.  

>> CRAIG:  Karen and Tony, this is Craig.  Can I – we have to limit our deliberations to a manageable universe.  And if we tackle everything from the details of reimbursement, whether it's the copay or insurance pay or employer pay or what have you, we're going to get bogged down and get nowhere.  

>> TONY:  I agree.  

>> CRAIG:  It seems to me what we have to do is identify that things like, “Hey, we think secure e-mail is a necessity.”  The patient could opt out of that and use some other form of communication if they want; that would be fine.  There will be other forms of data transmission coming along later, but right now we want secure e-mail for a clinician-to-patient contact.  

We want a reimbursement mechanism of some sort which incentivizes the clinician to participate.  If he's told you get no additional payment for answering these e-mails, I think I know how far the program will go.  

We want to be able to do potentially State-to-State transmission of this sort.  We need a unique identifier – that the patient can be identified.  Everyone has kind of concluded with that.  

And, you know, ultimately, we probably want the data systems and definitions to be interoperable in other parts of the organization that are worrying about that.  

But if we get down into the detail of, “Well, exactly at this stage, what does the process look like?  Is it a PCP or a condo or a mainframe-oriented system?”, isn't that a bit beyond our immediate scope?  Aren't we supposed to be identifying that we need a reimbursement mechanism, we need a secure e-mail or opt-out mechanism, we need a unique patient identifier, we need to make sure that these transactions are legal, and we need to make sure that the data are interoperable?  Isn't that our charge?  Help me out.  

>> JAY:  Craig, this is Jay Sanders.  I'd like to move that motion.  

>> TONY:  Yeah, I would agree with you, Craig.  I think, even taking it a step further, what we're supposed to be doing here is identifying potential barriers as well as, you know, focusing the specific charge on which option we want to go by.  But I think you've pretty much laid out what some of these barriers are, although I would still argue that the question is not reimbursement of the provider, but the barrier is financing, how that is going to be achieved, and how – and it kind of gets back to my earlier point, about outcome-based.  Because secure messaging is only one in a suite of communications techniques that can be used to improve overall outcomes.  So I would just put it in that perspective.

>> PAUL:  This is Paul Nichol; can I make a comment?  

>> CRAIG:  Sure.  

>> PAUL:  First of all, I would agree very much with limiting the scope as was just described.  I think the part of the difficulty we're having when we begin to take the assessment of outcomes is that secure messaging, you know, is necessary but not sufficient for many of the changes we're talking about.

Secure messaging is a tool that can be integrated into changes in clinical process, but it's beyond the scope of this discussion to really determine what those are going to be.  And again, I think it's best used in the context of other modalities: personal health records, home telemonitoring, availability of electronic records.  And so the impact of electronic secure messaging is going to be quite variable in different settings.  And I think we're getting – when we start to talk about outcomes and other things, I think we're getting ahead of ourself.  

>> MATT:  Sounds like I hear somebody pressing star 1.  Just as a reminder, all the workgroup members: your lines are open now, so if you do want to speak, you just need to unmute the phone on your end and speak.  

>> JEFF:  I'm sorry.  This is Jeff.  I didn't know that.  One point I would make that somebody made earlier: I really do think we ought to at least tackle the issue of whether it's disease-specific or geographic effort.  And in our experience, if you don't have a critical mass of physicians adopting this type of technology and actually using it, which gets back to the office workflow issues, it doesn't matter how you structure it; there's not enough information and data being exchanged to really matter.  And I think the dilemma that we've got is that, notwithstanding our charge as a chronic care workgroup, you can see some offset in office visits or the working well, simply because if you prevent them from going to an office, it doesn't start the stream of “I need a prescription,” “I need a followup visit,” and everything else. 

So I would argue strongly that we define our charter around a geographic pilot first and then find the disease-specific opportunities within that, understanding that most physicians that would adopt this as primary care physicians are going to be seeing a whole range of chronic care patients.  So it's hard to say, “Well, please adopt this, but only use it for diabetics,” unless you're going to a diabetes teaching center or specialty center that is seeing a particular type of chronic care patient.  

>> ERIC:  This is Eric Larson.  I'd just like to endorse that last comment.  And to me, though, the conclusion from that is yes, geographic and critical mass, but no to a specific disease.  

It may well be that we want to take an entire practice, or the age group in this case in a practice, and then analyze within the course of the experience what happens to people who are well, what happens to people with a single chronic disease, or what happens to – more commonly to this 80-20 population, which is, I think, where the real value is going to occur: the people who are using a lot of care but make up a small fraction of an individual person's or group's practice.  

>> JAY:  Hi, this is Jay Sanders.  I don't disagree with that.  The only variable that I want to make sure that we're cognizant of is the work of Jack Lundberg at Thorpeness identifying the tremendous variation in both quality and cost for the care of a specific disease, depending upon which part of the country you're in.  

So if we're going to do geographic, let's make sure that we do it in different geographic areas, not just a single geographic area.  

>> KAREN:  This is Karen Bell.  I would like to throw one other – and this is sort of on the limb idea, on the table as well.  As many of you know, there are a number of communities around the country, some funded through HRQ grants, some that we are working with through some of our health information network contracts, that we're defining as RHIOS, Regional Health Information Organizations.  They clearly are areas that have a governance structure where multiple payers come together, where data is being shared.  Some are clearly – some are more robust than others.  

If we were to move forward to really test this in an environment which would be receptive from the perspectives of payers coming together; patient population, because it's in the news a lot; and providers who are all working together, would this be a reasonable way to define geography?  I throw that on the table for discussion.  

>> JAY:  Jay Sanders.  I think that's a great idea, because that also would give us the scaling if we wanted to move on to the electronic medical records, the personal health record, because many of these RHIOS are, you know, introducing (indiscernible) as well.  But we just have to be very careful to make sure we would pick the mature RHIOS, where the governance structure has clearly been worked out and they're operational.  

>> KAREN:  I would wonder also if (indiscernible) other programs in any of those areas.  

>> HERB:  This is Herb Kuhn.  I don't know; we would have to double-check to see if there are any overlaps there, but we would be happy to look at that.  And I agree with Jay; I think that's something – you know, because obviously, from what we've experienced in our programs, the stand of any program, there's some infrastructure building.  And if you've already got some of that built through these RHIOS already in existence, I think that makes sense.

At the same time, his point about the Dartmouth Atlas and Wenberg's work is very well-put, because if we're looking for return on investment here, you can go into some areas where there's high utilization rates, very high costs, and you can see a whole different method or return versus an area where it's quite efficient.  So we have to be very cognizant of that as well.  

>> CRAIG:  Karen, this is Craig.  What could you do with somebody like Kaiser, who I think has 3 million patients under their control?  It's 1 percent of the U.S. population.  It's kind of geographically concentrated.  It's also very well automated.  

Isn't that kind of an ideal vehicle, and not just Kaiser, but anybody who is of that sort?  Or the VA demonstrate quality, cost, etc., etc., without having to wait and organize and try to pull together a ton of people?  

>> KAREN:  I certainly agree with you, Craig, that we can look at quality and cost in that environment, very similar to the way Group Health has been looking at quality and cost.  But again, those are essentially capitated or budgeted environments.  And even though it may be 3 million members at Kaiser, it's a very different delivery system than the rest of the world has right now.  

And I think one of the reasons I threw the RHIO model on the table – and we'd have to do a lot more research about this, obviously – is that it could be an actual experiment.  If we could find two similar-type RHIO environments out of the 20 or so that we know are already fairly well-developed, then perhaps we could look at adding e-mail in some size, shape, or form, maybe with some unique form of reimbursement, because we might be able to bring all the payers to the table to try something in a pilot way and compare that to another one where we don't do that.  

So, I mean, it could lend itself to looking at an interesting financing model as well as comparing outcomes.  

>> JEFF:  Karen, Craig, this is Jeff Rideout.  Just on Kaiser, Kaiser rolled out secure messaging for all of their members in – northern California members back in November.  So they already have that capability.  And I'm reacting with caution to putting this on top of a RHIO.  My experience: there are very few RHIOS that are really stable enough from a governance point of view, and most of them are looking at clinical exchange as a primary focus, whereas with secure messaging, at least in my experience, most of the traffic is nonclinical.  And I worry about putting something on top of a complicated emerging structure, when in fact you don't necessarily need that.  

And if secure messaging is kind of a first step toward more complicated, you know, video and voice and clinical transactions between providers and patients, I – sometimes I feel like RHIOS kind of encumber things a little bit more than they would otherwise.  And if we had a geographic focus where there were a large number of physicians and other caregivers that were interested, a relatively small and supportive payer community and employer community, I think you could move pretty fast.  And if you did it in two or three geographies to get at the Wenberg issue, that to me is a model that might work a lot faster than trying to put it on top of a RHIO structure.  

>> ERIC:  This is Eric Larson, and I'm kind of responding to Craig's comment and then to the last person.  I'm wondering if it might be quicker to do something like an RFI to find out what's out there.  I agree that the RHIOS are not probably going to be stable enough to do this; nor do they have enough credibility yet to do it.  But in our State, anyway, you have pockets of people who have begun to do this on their own, in smaller communities, and of course here we are in Group Health, and then there's the boutique practitioners.  

And I think if we just looked around the country very quickly and saw, “Are there some natural experiments that are already happening?”, that we could assay for results.  There's a project called Improving Chronic Illness Care, which the Johnson Foundation funded, that has been, you know, located in multiple communities around the United States.  And I don't know what's there in detail, but I know that there is a lot of experience around innovation, including efforts to empower patients towards self-management, which is, I think, part of what secure messaging offers for chronic illness patients.  

So my vote would be, if we want to do this quickly, which is what I think the charge is asking us to do, we're probably going to have to go with existing experience as the learning laboratory.  

>> HERB:  Yeah, I want to just second that, Karen, if I – you keep bringing me back to the specific charge of the workgroup, and that there's a specific time frame involved.  And I don't know how you accomplish this task unless you build on infrastructure which is there and demonstrated that it really does carry great value and benefit.  And then you figure out how to expand that infrastructure to include other.  Starting from scratch or starting from a fragile environment just doesn't seem like it meets our charge.  Am I missing something?  

>> ANDY:  This is Andy Mekelburg from Verizon again.  And I guess, just building on that, another idea is, there's a group called Bridges to Excellence, which is private corporations working with a business round table that has implemented pay-for-performance activities in various jurisdictions, including paying for IT.  Maybe a group like that you can park it with, to try to do that.  Because they have various cities located throughout the country, and maybe there's a couple you can pick out.  And you have corporations.  I know we've been trying to get – as CMS gets into paid – into performance – trying to get them to synchronize with our activities, so that's one idea.  

>> KAREN:  Thank you.  

>> TONY:  This is Tony Trenkle.  I agree with Craig and some of the other speakers: I think we do need to build upon what is already occurring already.  And I guess, Karen, part of our discussion on the agenda is to begin identifying some of the potential opportunities that we could build upon.  I think the gentleman from Verizon just mentioned Bridges to Excellence.  I know Herb had mentioned some of the demonstration programs that CMS is doing currently, and I think we can probably identify a number of others.  

But I am concerned about using an RFI to do that, because of the fact that we have a limited time to achieve this.  It would seem to me from the group we have here today, we have enough people who have some knowledge of some existing efforts that we could take with us, just from what the group had today, and maybe some additional research that your organization could do, Karen, to put a list together of some potential opportunities.  

>> KAREN:  I think you're right, Tony.  This has been a wonderful discussion, and I really want to thank everybody right now, and I don't mean to stifle it or to end it at this point, so I hope actually that it keeps on going.  

But given what I had talked about a little bit earlier in the meeting, the need to articulate some enablers to accomplish the specific charge, I think we clearly have done a lot of that work already.  And we have some recommendations to move forward with those big issues that Craig so nicely outlined for us a few moments ago.  We do have open issues that we will continue to work on, and those can be underlined, as well.

I do think that it would be helpful, though, if we had a little bit more either clarity or consensus about the discussion that – some of the discussions we've had around setting.  I think there were a lot of comments about the fact that the setting – geographic is important, and that the fact that we need to engage clinicians who are very interested in moving forward with this and whose workflows will accommodate to including this for a large percent of their patients.  

What I don't know is whether there's been consensus around that.  And then we could go back and – didn't mean to interrupt myself here, but then we could go back and look at what's already in place and find out what the environment can offer us in that particular situation, as opposed to doing this on a disease-specific basis.  

>> TONY:  Karen, this is Tony.  I agree with you: I think we did have several people who did express support for the geographic-based approach.  Is there anyone else who has any other thoughts on that before we maybe move for consensus on this point?  

>> CRAIG:  Just a question.  This is Craig.  And I don't know the answer to this; that's why I'm asking.  Are there geographic, single-disease-focused efforts today?  I mean, isn't Gingrich chasing after diabetes somewhere in the thousands?  Aren't some other people doing some other programs where there may already be coalition of physicians, geographically, which are targeted at a single disease?  

Is there anybody who knows?  

>> RANDY WILLIAMS:  I'm happy to add my perspective on it.  I'm Randy Williams; I'm a cardiologist with Fair Oaks Innovations, and we're participating in another set of Medicare demonstration projects called the Physician Group Practice Demos, which geographically are dispersed across the country amongst 10 multispecialty medical groups.  Those 10 organizations are attacking quality and cost improvement in the Medicare population.  And as I understand it, the vast majority of those groups have chosen to attack specific diseases such as heart failure, diabetes, and airway disease and are doing so with smart, automated communication technologies.  

>> KAREN:  Thank you very much.  But we will have to limit comments to workgroup members until the public is able to comment.  Thank you.  

>> RANDY:  Thank you.  

>> HERB:  This is Herb Kuhn.  The point is well-taken, that PGP demo is with 10 large groups around the country, 200 physicians or greater are in those groups, and they each are looking at different models.  But I think, again, the point is that when you look at – I'm not aware if any of them are tackling one specific chronic condition.  People are looking at diabetes; they're looking at COPD; they're looking at CHF.  But all of them, whether it's this program, whether it's the Medicare health support I talked about earlier, the things at least I'm aware of, they're still dealing with the patient holistically, to try to deal with all their medical needs, but with true focus on the chronic disease here.  If you don't, you're taking one step forward, you take two back, if you're not dealing with the patient in this other way.  

>> ERIC:  This is Eric Larson.  I do think – that's why I mention the notion of an RFI as a mechanism.  But within HHS, I'm sure you can look at all the Medicare modernization demonstration projects and see whether there's content in any of those that would be relevant to what we're talking about.  I'm sure that some of them have content that would be applicable to helping us answer the question.  

>> MIKE:  Karen, this is Mike Krist.  Karen?  

>> KAREN:  Yeah.  

>> MIKE:  Hi, this is Mike Krist from LabCorp. I did want to respond to your earlier question about the setting and gaining consensus around that.  I fully support the idea of a geographic approach and segmenting the physicians by specialty.  And I heard a suggestion even taking a step further, where we focus on certain – and all of this to say that I think it's important that we do limit and manage our scope so that we can be successful in meeting the 1-year requirement.  And Craig's points about leveraging existing technology are very important in the area of the secure e-mail and the authentication to help with the – you know, the whole interoperability issues.

So I fully support this option.  

>> KAREN:  Thank you, Mike.  

Is there anyone who does not?  

>> CRAIG:  If they don't support, we'll just cut them off the line.  [laughter]

>> KAREN:  Well, I can declare a consensus, but thank you all.  

>> TONY:  Craig, Karen, then I guess the next point on the agenda was identifying some of the entities, and we mentioned a few of them.  Did you say, Karen, you were going to do more research into this area?  

>> KAREN:  Yes, we certainly can do that, now that we have a little bit more information and direction from you folks.  So thank you.  

>> TONY:  Okay.  Is there anything more on this topic that we need to discuss at this point, then?  Yeah, leveraging existing opportunities.  

>> CRAIG:  Can I just raise the issue of standards or interoperability, just to get everyone dealing on this?  

The AHIC has – and HHS has a charter, too, of a standards group.  And to get interoperability, the industry is trying to do exactly the same thing to be able to communicate doctors office to do hospital – to laboratories, patient – are there stumbling blocks in this space that we need to look at?  

>> KAREN:  Without anyone else jumping up to the floor, this is Karen Bell.  I think the question becomes – is, to what degree is the information that's shared in secure messaging needing to be interoperable with other systems?  I think one of the things that naturally comes to mind is incorporating the e-mail into the electronic health record.  That certainly will require a set of standards around text messaging and how it is incorporated. 

If the e-mail then is in the electronic health record, and it's designed to be shared with other care providers, then there would be a whole other set of issues that would need to be addressed, and it would be treated very much the same as any other personal health information would be treated, as it's shared with other providers.  

So I think that the real issue that I would suggest might be the most important one for us to think about is the degree to which these messages or the secure messaging can be incorporated in existing electronic health records, where physicians use both the e-messaging and the electronic health record.  And I'd be interested in comments from Paul from the VA to see how it's done there.  

>> PAUL:  Well, we are on the verge of implementing secure messaging, but we don't currently have it available.  We will be keeping a copy as part of the medical record, and it would be available, then, throughout the VA system.  

Most of these are going to be text – you know, text data, not data that would be interoperable in terms of available for decision support and things like that.  So it's exchangeable data.  When I think of interoperable data, I think of computable data that is standardized and can be recognized in different systems.  These messages need to be exchangeable and viewable in different systems.  

And again, we agreed earlier that the secure messaging discussion has to occur outside the context of the electronic records.  So I think it's worth thinking about capturing the data in a way that it could be integrated into electronic records in the future.  

>> DANA:  This is Dana Haza.  And Craig and Tony, we need a point of clarification.  Did you all just come to a consensus on a recommendation, or are you still considering?  I'm getting an e-mail from a workgroup member asking for clarification.  Thank you.  

>> TONY:  This is Tony, Dana.  I guess, Craig, one of the questions that we would have to ask on that is – we did agree on the geographic approach, but I guess the question is, are we limiting the number of diseases, or how much further are we going to define that scope illness?

>> KAREN:  Or specialties.  

>> TONY:  Or specialties, right.

>> CRAIG:  To some degree, it may depend on what you deem as an appropriate geographic focus.  And I hate to keep picking on Kaiser, but let's just use them as an example.  If you try to use an example like that, where they may already have the ability to use secure e-mail and are looking at their top chronic diseases, then you might choose to go after more than one.  You might also find another example where there's a geographic group of physicians who are targeting one disease.

So I think what – the decision we made was to – “Let's keep it geographic.  Let's try to piggyback on top of an existing infrastructure and be able to, as rapidly as possible, demonstrate the efficiency, savings, and improvement in health care associated with that.”  

Now, I don't know how you take it a step farther than that until you go out and look and decide who you're going to deal with.  

>> TONY:  Yeah, I agree.  I think your definition – it certainly works for me.  Is there anybody in the workgroup who has any variation on that at all?  

>> MOHAN:  This is Mohan Nair.  I agree with the definition so far.  I would, however, ask the workgroup to consider that what we're talking about here is not to prove the value as a specific charge but to make recommendations associated with widespread use.  

And in that sense, the diversity of the challenges that we're facing has to be acknowledged in terms of barriers.  Because I believe that there will be multiple – as you know, multiple payers involved, multiple physicians, multiple illnesses, all working in contact.  And if we were to pick a unidimensional model as a test environment, we may not be able to answer the issues of scale.  So I would recommend that we pick a multidimensional model with diversity in it to prove where the scalability would be the factor.  Because I believe the specific charge is about widespread use of secure messaging.  I hope I'm serving the need here by my statement.  

>> CRAIG:  I don't disagree with that, but from my engineering background, the one electron problem is a hell of a lot easier to solve than the multielectron problem.  If you want to prove the basics of the physics, you don't necessarily start with the most difficult problem. 

>> MOHAN:  I would ask you to consider that the health care problem may not be quantum mechanical.  

>> CRAIG:  Sure feels like it.  

>> KAREN:  This is Karen Bell, and I just would suggest that perhaps when we talk about infrastructure, there may be multiple ways that that can be defined as well.  And perhaps we can table that to the next meeting.  We can do some more research and really talk about the different types of infrastructure.  

>> CRAIG:  Karen, that's kind of why I suggested that, you know, if you picked a clean model – say, Kaiser as a clean model, then you picked another model which is a disparate group of clinicians who are treating a given disease in a given geographic area, and you had the ability to demonstrate in both of those environments that the system works, then you're probably halfway there at least.  

>> MOHAN:  Yeah, I could agree with that.  

>> KAREN:  Or again, another environment may be one where the geography is very receptive to the use of electronic transmission for multiple reasons.  An environment even – it doesn't have to be physicians with EHRs, but physicians who have them – high prevalence of physicians who have them, for whom adopting a secure e-mail would be a major adjunct.  So there are multiple ways I think we can define a receptive infrastructure.  

>> JAY:  This is Jay Sanders.  Plus, you can limit your variability by choosing a good control group.  If you have a large population – let's go back to your example, Craig, with respect to Kaiser as an example – you could take – and I'm just taking these numbers off the top of my head – you can take 20 cardiologists and their patient population and put them on the secure messaging system.  You can take another 20 cardiologists from the same Kaiser group and not have their patients on the secure messaging system and use that as your study group.  It doesn't matter what the disease is you pick.  

>> ERIC:  This is Eric Larson.  I'm going back to my RFI again.  But you've got to remember that Kaiser, if they just started up in November, won't know much about this for quite awhile, especially if you're looking at chronic disease with regard to cost and quality.  

So I do think we're going to have to ask HHS to cast a wide net and see what's out there.  And there are communities through America, the journals and the informatics groups and so forth, that I think would give you pretty prompt feedback about what's been happening where and for how long.  

Our system has been up for, I think, 3 or 4 years and is now – has been in place long enough that we can take a look at it within our model, and I would guess that there would be other entrepreneurs, if you will, out there who have got systems that they could probably report on, if our goal is to have something done in – is it in a year?  

>> KAREN:  A year; thank you.  

>> ERIC:  Yeah, so I don't think you're going to learn very much by somebody that started 3 or 4 months ago.  We're going to learn by people that have been in the field for awhile.  

>> HERB:  Are you raising your hand?  

>> ERIC:  It wouldn't be my hand, but I'm sure we have hands that would lead to this, if you are interested.  

>> JEFF:  This is Jeff Rideout.  The only caution I have with this line of discussion is the groups that have been doing this for a number of years – we want to make sure that they are, at least at a face value, representative of the broader physician community that we would be encouraging to adopt this.  And I think part of what we don't want to do is retest the value of the integrated model, although I believe in it pretty strongly, with secure messaging being kind of the proxy, you know, for that.  

So I think it's hard, because the natural experiments that have occurred, at least in my experience, oftentimes are in larger, more integrated group settings, because they're, you know, capitalized and more organized from a governance point of view to take these things on, en banc, as opposed to sort of one physician at a time.  

>> PAUL:  This is Paul Nichol.  It seems we're going back and forth somewhat between what's required to generalize the use of secure messaging.  I think we agreed on a secure form of e-mail as what we were talking about, and then many of the barriers we identified were barriers for widespread use.  

Then we went to a very focused discussion about trying to study it in a very narrow population.  And I think we're having – it sounds like we're trying to set up a research study, without having done all the legwork to say what's the current state of the art.  And I think the idea of sending out an RFI to say, “What's already in place?  Do we really – do we really need to validate the benefit of secure messaging with yet another study, or do we need to validate through looking at places it's already being used that can demonstrate benefit at the present time?”, and talk about how to remove barriers or address barriers to more widespread use.  

It seems we're going back and forth between the general and the specific.  

>> KAREN:  And I think – it's Karen – your point is very well-taken, Paul.  I think that again, the bottom line is that we have the barriers, and you're absolutely right: we do need, or at least I do need, to think about trying to do an implementation at some point that takes all of your recommendations into account, as we address these barriers.  

And so that's why I'm looking for a little bit more specificity, so that our office can move forward with an implementation somewhere working with all payers, working with employers in a given area, and physicians, to really demonstrate how we might make this work as we, again, remove those big barriers.  

And again, I would also underline what other people have said: the integrated environment is an ideal place for this to happen, but it is not consistent with the way most people get their care.  

>> CRAIG:  But just to be consistent, you can look at the integrated environment.  You can demonstrate the capabilities and the benefits achieved therefrom.  You can also do a similar experiment in a nonintegrated environment in parallel, I presume.  

>> KAREN:  Uh-huh.  Oh, absolutely.  

>> CRAIG:  And if we're talking about a relatively short time span of demonstration, then I think we almost have to rely on some form of existing infrastructure as opposed to starting from scratch.  

So the charter is going to be, “Find those existing spots of infrastructure, and then piggyback on them.”  

>> KAREN:  Yeah, I absolutely agree.  

>> CRAIG:  All right, so can we just give that as charter or the direction we're going to go into?  

>> KAREN:  Uh-huh.  So the recommendation for further work for this workgroup, or at least for ongoing work, is to bring back at the next meeting – and we will do some work on this offline – what we can find out about existing infrastructures in the country.  

>> TONY:  Yeah, this is Tony Trenkle.  I think that makes sense, Karen; we do have to move along on the specific charge.  But I think we also need to synthesize work that's being done in other areas that can tie into this, not only work that's being done in the health care arena, but also some of the work that Intel had pointed out in their study that applied to other sectors as well.  

But I think that's part of what we can tie in, along with the specific charge to build towards more discussion on the broader charge, of which secure messaging is only one aspect of.  

>> KAREN:  Okay, thank you.  There was just one other thing on the agenda, and I know we've already had some discussion about it, so I don't know that we need to continue other than see if there is a consensus, and there may not be.  And that's specifically to which your e-mail would be looked at as a unique feature, or whether it would be something that we'd want to encourage tying to prescription renewal and scheduling, the reason being that this dramatically improves the workflow from the provider point of view, from the physician point of view, and it brings a lot more value to the patient.  

>> PAUL:  This is Paul Nichol.  In the VA system, at least, the secure Web portal for patients will allow them to renew medications and to manage their appointments, in addition to sending secure messages.  

I guess we – it would be a communication that would be directed a little bit differently.  So I think that that capability is there; it would just have a different – a slightly different take than necessarily direct communication between the patient and the provider, since it may more often communicate with the pharmacist or the administrative staff in the clinic.  

>> KAREN:  And it does – as I had said earlier, it does complicate the ability to really look at the value of secure messaging as a unique feature.  

>> PAUL:  I mean, my take would be that the group has plenty to look at, focusing on patient-provider secure messaging.  And just like the other capabilities, personal health records and home telemonitoring are important; so are the abilities for the patient to manage medications and appointments.  And really, it's more than just avoiding clinic visits face to face; it's getting patients engaged in the process of care, which many studies have been shown to improve outcomes in chronic disease management.  

So again, I think they're important, but from what you've described, I think it would be expanding the scope in a way that may be more of a complication to the short-term goal.  

>> JEFF:  This is Jeff Rideout.  I would agree with that.  I think the interesting thing from my experience in this is that secure messaging is not very often offered as an isolated service, even the ones that are nonintegrated into EHRs are offering e-prescribing or some basic appointment request.  It's not integration into the PMS or practice management system.  

So I think it's more about physician adoption, because there's a suite of services, or a secure messaging application can be integrated into an existing EHR that is attractive, so it becomes more of an adoption issue.  But I think you can isolate the value of the secure messaging piece from a cost avoidance or cost savings point of view if you have access to claims information.  Because that piece – you can say, “Well, there are a certain number of transactions, and a fraction of those were clinical, and those resulted in a comparative way to more or less office visits as a result of having the service there.”

So I guess my conclusion is, you'll never completely isolate it as part of a tool set for physicians, but I think you can isolate the impact of it.  

>> MARY:  Mary Naylor, and we continue to talk about this adoption by physicians as a primary outcome, but I'm wondering: are we open to explore other natural contexts for testing secure messaging, just such as home health services or environments where we use a great deal of case management or care management services?

>> JEFF:  I think that's even better.  

>> So do I.  

>> JEFF:  To see management companies or programs, home health agencies, I think the extended caregiver community, or even peer-to-peer, caregiver-to-caregiver adoption has quite a bit of promise, I think, too.  

>> JAY:  This is Jay Sanders.  Going back to the issue of incorporating the prescription renewal into the system, from my standpoint, from a clinical standpoint, that's very important to me as part of a message.  Knowing whether or not my patient has renewed their prescription or not is an essential part of, one, compliance, and anticipating what the symptoms are going to be.  

>> KAREN:  I think what I'm hearing – Karen Bell here.  I think what I'm hearing here is, clearly, there are significant advantages to linking e-mail to other functions.  But perhaps a way to come to some consensus on this is that we would not preclude, as we think about building a specific charge here – specific program – we would not preclude linkage to prescription services or to e-scheduling.  But we would not mandate them either, or they would not be a necessary part of the program.  

Would that fit with everyone's concerns?  

>> ERIC:  It fits with my idea.  This is Eric Larson.  I think we want to make it as open as possible and see what comes off.  

>> KAREN:  And I have one other question.  We really are talking about secure, structured e-mail as opposed to free text; is that correct?  Someone had mentioned structured e-mail earlier, and I'm not – just wanted to clarify whether that was what everybody understood.  

>> PAUL:  This is Paul.  I'm sorry; I didn't quite understand what you said.  I think, my understanding is, what we were talking about is a free-text e-mail that is transmitted in a secure environment.  In fact, we don't use the term “secure e-mail,” because we think that's an oxymoron.  So we talk about secure messaging to – as the – what we're talking about and not add personal health records or other to it, to make that very distinct from e-mail, because we try to emphasize with our patients and our staff that e-mail is not a secure vehicle for communication. 

But we weren't talking about anyone sending a structured data e-mail in terms of how the e-mail was sent.  

>> KAREN:  That's right.  I was referring more to structured in a way so that one is – the recipient or clinician is clear that it's clinical and gets the clinical information in a somewhat standardized format, to differentiate from a lot of the administrative e-mails, or people – frankly, we've all taken care of them – are (indiscernible) too.  

>> PAUL:  Right, I see.  

>> ERIC:  I think if you add that structure into it, you're probably going to miss – this is Eric Larson – you're probably going to miss an element that we'd want to know about.  I'm not sure that restricting it to a structured would give you the true view of what the real experience is.  

>> PAUL:  In the – at least one of the proposals for the VA is that the secure messaging would be a site that both the patient and a clinician would have to sign onto.  That may be a barrier, but the clinician would just get a true e-mail saying, “You have a message to review,” you know, so that they would go and sign on there.  But there's no clinical content exchanged.

So they would know, when they signed on that environment, that everything there was clinical information from patients, as opposed to these thousands of other e-mails that get transmitted.  

>> JEFF:  This is Jeff Rideout.  I'd agree with the comment about the oxymoron of secure e-mail.  I think it is secure messaging, and I would say the security part of it is mandatory, in my mind.  The structured part of it is nice to have, but most of the vendor solutions that are out there now – while they're typically secure, they're typically not structured.  

And, you know, that creates some of its own challenges, in terms of how do you convert even a clinical exchange into either a reimbursable event or not, because you have to convert the dialogue into something that corresponds to E&M codes.  But I think probably having it structured is a – nice to have for the physician and the caregiver in terms of workflow but is not as critical as having it be secure. 

>> PAUL:  Could I clarify the question in terms of the use of the word “structured”?  Was the intent there to say that the format of that e-mail is different from other e-mails, or simply that the e-mail from a patient is identifiable in some distinct way, so that you can select that from the sea of other e-mail you get?  

>> KAREN:  I initially asked the question, and it was really the former, having the data be presented in a somewhat structured format so that, for instance, instead of someone just saying, “I have a pain,” it's a little bit better described in terms of how one can respond to it.  

>> JEFF:  My comment on that would be it can be as structured as you want, and it could be similar to an advice line where the triaging follows established protocols for where the question goes and what the right prompts are, before the caregiver even sees it.  And the outflow could be structured responses, with the ability to annotate.  And it also might include eligibility checks, and it might also include, you know, coding or not, depending on the nature of the interaction.  And all of that requires a certain level of sophistication in the application that most – most secure services don't have right now.  

>> KAREN:  So I think the bottom line here is that we're really talking about open text.  Thank you very much.  I think I'll just jump in again.  This is Karen Bell.  I think we have pretty much everything we need to do the first pass for the presentation, so that Tony and Dr. (Indiscernible) and Craig can review for the Secretary next Monday.  I will pull all of this together and get that presentation to you tomorrow for your review and signoff – and can be shared with other workgroup members, obviously, after you see it.  

So, then, I really very much want to express my appreciation for all of your comments and all of your work.  This has been a wonderful exchange of ideas and concepts, and I'm taking away very fertile soil here, so hopefully I can condense it in (indiscernible) or less.  Thank you.  

>> TONY:  Thank you, Karen.  Are we now going to now move on to the next steps, then?  

>> KAREN:  If you like.  Would you like me to move along with that?  

>> TONY:  Yeah, if you could just kind of walk through that.  

>> KAREN:  Sure.  At a number of other workgroup meetings, and also in conversations with a number of you, certain questions have come up.  And they relate to how our HIT policy council functions with respect to the workgroups.

We are hoping to have, or we are planning on having, brief presentations at our next set of workgroups on exactly how that occurs and what the processes will be.  So I will put that on the agenda for the next workgroup as well.  But there have been requests from other workgroups to know about what is happening throughout the course of the week.  Right now, obviously, it's very hard to summarize what happened yesterday for you today, and there are summaries – and there are minutes on the Web site for all to see.  All of the workgroups, as you know, are public.  But I have agreed bring to you at the next set of meetings basically small summaries from the other workgroups, so that you can see better how their work interacts with yours.

Clearly, having done so much work on the specific charge, you're going to be asked to move very quickly into the broad charge.  And it's very heartening to see how much work has already been done – that's been done on that already.  Karen Trudell, working with the folks in the disease management association, as well as other parts of CMS, have pulled together a lot of information to, I think, move that discussion along.

And then lastly, in terms of the overall timeline of deliverables, if the chairs would like, we can bring to the next meeting more of the project management overview of how the workgroups will need to meet certain milestones in order to meet your deliverables toward the end of this year.  So if that's acceptable to you, then this will be the topic for the next workgroup meetings.

>> TONY:  I think that's acceptable to me, as well as, obviously, the action items we gave today.  

>> KAREN:  Absolutely.  

>> TONY:  I'd make one other comment, Karen.  I love the ability of everyone on the committee to talk at will, as opposed to pressing a bunch of digits – couple of digits.  (Indiscernible)

>> KAREN:  I think we certainly can, and clearly, I think the smaller number really does look well, so we'll definitely do that next go-around.  Thank you.

>> TONY:  Yeah, Karen, this is Tony.  I agree with you and Craig, and also, it would be helpful if you gave us an updated list of workgroup members and the address and contact information.  Because a number of people who were speaking today – we don't have a list of them on the workgroup list that we got.  

>> KAREN:  Absolutely.  

>> DANA:  Yeah, this is Dana.  We're currently updating that list, and we've got a few more names still going through the White House, so there will be more revisions, but we will get out an interim list.  We will also have the names listed on the Web site, and then towards the internal part of the Web site, we'll have all the contact information available for all the workgroups.  

>> TONY:  Okay, great; thank you.  

>> KAREN:  And I would just add that the internal worksite is where the workgroup members can find copies of all of our work in progress.  And clearly, the discussions and the presentations and the work that comes here are for the public, but in their draft form and as the various workgroup members are working on those, they are available on that site.

>> TONY:  Okay, Karen, when is the next scheduled meeting before we move to the public input?  

>> DANA:  This is Dana.  The next meeting is scheduled for the 22nd for the workgroup.  And while we're talking about calendar issues, the next community meeting is scheduled for March the 7th, and there is one update: please note that April community meeting has been canceled and rescheduled to May 16.  So those are all the only calendar issues I have.  

>> KAREN:  Thank you, Dana.  


Are we ready for the public input?  Matt, if you could please – 

>> MATT:  Yeah, there's a call-in number on the screen for anybody who is following along on the Web.  If you'd like to dial and make a public comment, just follow the instructions up there.  If there's a member of the public on the phone already, if you would like to speak, press star 1.  And Dana, if you have anyone in the room, you can certainly let them go on with their comments.  

>> DANE:  There's no one in the room that has any public comments.  

>> MATT:  Okay, we'll give them maybe 2 minutes and see if anybody calls in.  If not, we can close.  

>> MATT:  The operator says there's nobody calling in, so I will leave up an e-mail address on the Web for anybody who would like to send in a comment or question.  But it doesn't look like there's anyone else.  

>> TONY:  We are terminating the meeting, I think.  

>> CRAIG:  Right, I was just going to say, then, I guess we would move to adjourn the meaning, then.  

>> I would move.  

>> Second.  

>> KAREN:  Thank you, Tony.  

>> TONY:  Thanks.  
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